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1 Summary
This document contains the release notes for Internet-Box Application Part v00.05.00. This image is a part of RC2.1 release.
2 Delivered Artifacts
-  00.05.00.jffs2.img
-  Release Notes

-  Test Report
3 List of Changes

· Significant improvements in Web UI:
· Finalized all open questions about REST API with SoftAtHome team - fixed many API

   integrations.
· 100+ closed JIRA tickets about Web UI - bug fixes, feature implementations.

· Improved cross-browser support - Internet Explorer 8, 9, 10; Chrome; Firefox; Safari 5-6 etc.

· Major fixes in multi-language support - English, Deutsch.
· TODO features for RC3 - Telephony VoIP, IPv6 Firewall, Internet Backup Stick, FW upgrade

   through Web UI, Configuration Backup/Restore, customize windows (device name, icon).
· New SD card driver implementation - fixed issues with insert and remove operations for SD card.

· TR-069 client stabilization - FW upgrade/downgrade, inform requests etc.

· Cloud Backup implementation – Drop Box and Google Drive.

· DLNA: language settings, index files now stored in TmpFS, performance fixes.

· NP-AP interface - LCD UI messages fixes, reboot, stability after AP reboot, NTP integration fixes.
· AFP access for NAS - resolved major problems with different cases: folder/file create, copy, remove etc.

· Fixed regression bug for SMB+NTFS performance - right now we're observing 10-15 MB/s average write throughput.

· NAS: Disk Device Manager module – correct handling of multiple disk partitions.
· NAS: fixes for different supported file systems.

· Enabled configurations for Commercial and Development builds.

· Integration with Cut-2.2 board and Siligence bootloader v00.00.08

4 Installation Guide
This AP release is targeted for CUT-2.1/CUT-2.2 HW with the pre-loaded U-Boot v.00.00.08. To apply the new AP software version to your device please follow the next steps.
4.1 Getting connected to the board
1. Ensure that the Stargate board is connected to the power supply. 

2. Connect the board and your PC with an Ethernet cable.

3. Connect your PC to the Marvel chip (Application Part) via a USB-to-serial Adapter. 
4. New hardware will be detected by the PC.

5. Use the Adapter CD to install the required driver or download it from the Manufacturer’s WEB-site.
6. Go to Control Panel>Device Manager>Ports and note the port number assigned to the Adapter (usually the highest port number available in the list).
7. Using the serial port console (e.g. xShell) application create a connection to the board:

· Protocol: Serial;

· Port: the Adapter’s port number;

· Baud Rate: 115200;

· Data Bits: 8;

· Stop Bits: 1;

· Parity: None.

8. Power on the board and check the serial connection in xShell – you should see the booting messages,
4.2 Applying the 00.05.00 AP SW version

1. Download the AP image  -  00.05.00.jffs2.img
2. Set the Current Directory to the folder with the downloaded rootfs file.

3. Run set serverip ipaddress where ipaddress is your PCs IP.
4. Run the following command sa_fswrite 00.05.00.jffs2.img
5. After successful writing a message is displayed: ### JFFS2 write complete

6. Run the following command nand erase data
7. An OK message is displayed

8. Run the reset command.

9. After successful AP booting a message is displayed --== Welcome to Armada 370 ==-- 

10. Press enter and input login “root”
11. Factory Reset the AP using the relevant button on the board or from WEB UI – required per every manual installation of AP firmware, TR-069 functionality may not work correctly without this step.
5 Important Notes
1. Cloud Backup and all Schedulers in WEB UI (e.g. Wi-Fi Scheduler) work only if the board has an established internet connection. Reason – NTP lease from Network Part is received with the connected internet only. Without NTP lease Application Part will not have a correct date-time configuration.
2. NAS can be now accessed via \\internetbox-nas, WEB UI via http://internetbox or 
http://internet-box.
3. NAS: Refresh of SMB shares may not be done immediately. For example: USB stick is plugged out of the box, but you can still see the relevant folder in Windows Explorer for a while. To be improved for RC3 build.
4. Cloud Backup: known issues with full sync.
5. WEB UI: no dialogue for leaving a page without saving.
6. WEB UI: is not pixel-perfect in IE8 – medium priority bugs to be fixed for RC3 (e.g. corners in all buttons and switches).
7. WEB UI: wrong mechanism for user-session time out – right now the user is logged out every 60 minutes, according to the configuration settings on NP.
8.  WEB UI: Telephony VoIP pages – to be implemented for RC3.
9.  WEB UI: IPv6 Firewall – to be implemented for RC3.
10.  WEB UI: FW upgrade – to be implemented for RC3.
11.  WEB UI: Save/Restore Configuration functionality – to be implemented for RC3. 

12.  WEB UI: Customize windows not implemented yet (device names,  icons)

13.  NAS: limited support of HFS file system – all basic operations are working, some corner cases  are still not supported. To be fixed for RC3.
14.  NAS: SMB write performance is about 10-15MB/s. To be improved for RC3.
15.  WEB UI: mobile web browsers limited support.
16.  NAS: “Samba + FAT32” access from Windows 7 – known issues with 1+ Gb files.
17.  NAS: exFAT file system – out of scope for Release 1.0
18.  WEB UI: Port Forwarding rules can’t be edited – to be implemented for RC3.
19.  Power Management: wake-on-USB – to be implemented for RC3.

20.  WEB UI: only EN and DE languages supported - IT and FR planned for RC3.
6 Test Results
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7 Jira Known Issues

The following unresolved Jira bug reports are applicable to the released build.
	1
	TR-069 logging rework

	2
	NAS - Centro Stargate refresh on mounting

	3
	WEB UI. Wifi tab. SSID visibility options' titles don't match with mockups.

	4
	WEB UI. Wifi tab. "Used channel" string formatting issue.

	5
	WebUI_088 During the upgrade process Web UI MUST be disabled

	6
	WebUI_015.2 Verify field content

	7
	TR-069 bug about FW upgrade status - OK always sent to ACS

	8
	Implement IPv6 Firewall Page

	9
	WebUI_102 WiFi "Combined" mode

	10
	WebUI - WLAN page - there is no appropriate message after changing settings without applying and after leaving page

	11
	WEB UI: After entering incorrect PASS, message "Login or password is incorrect!" disappear after few seconds.

	12
	WEBUI - Centro Stargate is displayed as a connected device

	13
	WEBUI - Overview - Customise

	14
	WEB UI - Apply and Cancel don't react to editing existing rules

	15
	Wifi tab/settings. "Operating mode" options are not displayed correctly.

	16
	NAS - SMB caching issue

	17
	[NAS] USB2.0/3.0 external FLASH HFS+ format isn't supported properly

	18
	NAS - failed WRITE stress test for FAT32(over 1GB file)

	19
	WEB UI - no messages on successful save

	20
	RM_1.351 + WebUI_168 + WebUI_168.1 Reserved ports MUST NOT be shown in portforwarding list

	21
	Implement correct and consistent Cancel/Apply behavior on ALL pages

	22
	[Cloud Sync] GoogleDrive: Fail deleting items from the WEBUI sync list.

	23
	Safari 6: When you move left side of timeframe on a Scheduler pages, right side moves as well.

	24
	Safari6: Pages with tabs: First tab has 1px shift.

	25
	WEB UI: Borders of confirmation wizard are not rounded in IE browser

	26
	NAS - naming - devices connected via USB-hub

	27
	[WEB UI, Cloud Sync] It will be more usefull if you can open details of several attached storage at the same time on Cloud Sync tab

	28
	WLAN: 5GHz tab: Empty Popup message near Encryption

	29
	WEB UI - Home: "Login or password is incorrect!" is displayed if password is wrong instead of

	30
	WLAN: <i> icon is missing near WLAN Name (SSID) field.

	31
	TC_WebUI_015.11. Scheduler: User should be able to create a time slot in one click&drag event.

	32
	WEB UI - Network - Portforwarding table isn't compliant to mockups

	33
	Device list: Sorting is absent

	34
	Network: IP Settings are saved after clicking several times on Apply button if DHCP IP Range from field is 192.168

	35
	IE7: WebUI is allowed to access with IE7

	36
	Network: IP Settings: Error messages are displayed after clicking on Cancel button if some errors were happened

	37
	Home: "Login" button is displayed in DE localization instead of "Log In" button

	38
	[NAS] The are created corrupted files if not enough spaces on SD card.

	39
	[NAS] Please implement rename feature for USB storages

	40
	NAS - can't delete files with specific symbols

	41
	SAH: [AP] AP upgrade via the webui doesn't work

	42
	WebUI: Ordering of WLAN and Ethernet devices

	43
	SAH: [WebUI] Wrong last connection on gateway info.

	44
	SAH: [WebUI] Wrong Wifi info with chrome browser.

	45
	WebUI_062 Overview: Secure Remove

	46
	AP data model finalization for TR-069

	47
	WebUI - Overview page - If no cloud service connected cloud icon MUST NOT be shown on Overview page.

	48
	WEB UI - Overview - single VS plural connected devices

	49
	NAS - NTFS formatted storages can't receive files with cyryllic symbols

	50
	WebUI_204 The devices MUST be sorted by its IP address

	51
	SAH: Displaying the Wifi Scheduler page adds a schedule and changes wifi status

	52
	Safari6: overview page jumps up when user scrolls down.

	53
	WEB UI - Central Storage - Secure Remove behavior

	54
	Overview: in Safari (MacBook) WLAN device popup doesn't show WiFi SSID

	55
	Overview: popup appearance wrong behaviour

	56
	Overview: Recently connected device MUST NOT be shown on overview page

	57
	WEB UI - no Edit option for Port Forwarding Rules

	58
	LN_1.6 Show InternetBox serial number

	59
	Device info: Manufacturer should not contain "http://siligence.com" link according to SA-1105

	60
	WEB UI - WLAN - No Encryption - fade Show Password

	61
	[WEB UI] Deadlocks appear during cloud authorization

	62
	WiFi: Guest WiFi show password by default MUST be cheked

	63
	[Cloud Sync] Very low speed of synchronization with Google Drive

	64
	NAS - research EFI issue

	65
	Guest WI-FI is not turn on after the first time switching to "Turn on" Wi-Fi on Overview page

	66
	WL_6.1 WiFi Password validation

	67
	WebUI_156: Network Settings: valid Subnet Mask values are not saved

	68
	NAS - stress test caused INTERNAL_DB _ERROR(smbclient)

	69
	Info icon is not displayed near Subnet Mask in Network: Settings IP Settings tab

	70
	"Cancel" and "Apply" buttons aligment is not coresponding mock-up on Network:Settings DynDNS tab

	71
	Network / Settings / Port Forwarding / Create PF Rule: vertical alignment of radio buttons

	72
	[Cloud Sync] GoogleDrive/DropBox: Deleting of files doesn`t update on other side (cloud/NAS, NAS/cloud)

	73
	Central Storage / Settings / Data Sharing: Wrong font size in the table headers

	74
	Gateway Log In: Admin field

	75
	Overview: Headers, distances and truncation

	76
	Switcher

	77
	Network / Settings / IP Settings: Dropdown

	78
	Layout: Menu, Headers

	79
	Network / Device List: Selected device

	80
	WEB UI - Central Storage - text slide for DE

	81
	Phones and DECT / Device List: Alignment in Table

	82
	WiFi / Scheduler: Spacing

	83
	WEB UI - Telephony - DECT - invalid Pair button

	84
	Implement correct and consistent confirmation wizards on ALL pages

	85
	Implement correct input field validation for ALL noted below pages

	86
	Phones and DECT / DECT: Alignment

	87
	Central Storage / Settings / Cloud Sync: Spacing

	88
	Central Storage / Settings / Cloud Sync: Table Spacing

	89
	System / Settings / Gateway Log In: Spacing

	90
	System / Settings / Firmware: Spacing

	91
	[Cloud Sync] "Internet-Box" folder doesn`t created in cloud services after authorising.

	92
	Power Savings: Spacing, Selected Item

	93
	NAS - naming - device will be named by volume name after "disnaming" it

	94
	[Cloud Sync] Appropriate icons are not displayed if internet connection lost during sync process.

	95
	[WEB UI] Wrong size info of folders on USB/SD storage ("Cloud Sync" page).

	96
	[Cloud Sync] DropBox: No synchronization from NAS to Cloud.

	97
	[Cloud Sync] Wrong behavior on changing credentials on the synced cloud service.

	98
	Please fix the following behavior of Cancel button

	99
	MacOS: afp problems while copy/edit/delete files on EXT2/3/4 in root folder

	100
	NAS - naming - naming of disk partitions with no labels regression [WEB UI]

	101
	Telephony DECT: user can't save PIN

	102
	[Cloud Sync] Google Drive: No synchronization Cloud -> NAS inside folders 1 level.

	103
	WEB UI - Central Storage - device list refresh

	104
	WEB UI - Overview&Device list - unconnected devices displayed as connected

	105
	WL_6.1: WLAN tab: wifi password doesn't save pass of 64 symbols

	106
	WL_6.0/TC:TC_WebUI_501: SSID field is not being verified.

	107
	WebUI: It MUST NOT be possible to enter unsupported symbols "IP Address","Network Mask" fields

	108
	WEB UI - WLAN: "Activate WiFi" checkboxes are displayed in Standard mode in 2.4 and 5 GHz tabs

	109
	WEB UI - Phonebook - message in case of empty phonebook

	110
	NAS - after ~ 30min of intense usage SAMBA sometimes crashes

	111
	Phone & DECT: Settings layout problem (see attachment)

	112
	Network IP Settings are saved after clicking on Apply button if DHCP IP Range from field is set to 192.168.1.

	113
	[NAS] No Display message when plug in SD card with unsupported file system

	114
	Overview: If no connection to the internet, gateway icon MUST be grey, not red.

	115
	WebUI_044 Overview: IPv6 displaying under IPv4

	116
	WebUI - Overview page - there is no pop up window on Cloud icon and on Phone ports

	117
	[WEB UI] Couldn't choose empty USB storage for cloud synchronization.

	118
	WebUI_130.1 WiFi MUST be off and WiFi Scheduler MUST be deactivate when there are no time slots set

	119
	NAS_083 Central Storage MUST be off and Central Storage Scheduler MUST be deactivate when there are no time slots set

	120
	WL_6.0 + WebUI_118.2 WiFi SSID name validation

	121
	Overview: can't turn OFF "DECT", DECT switcher state is always ON

	122
	WEB UI - WLAN - wrong behavior on deactivating checkboxes

	123
	WebUI_205.1: show device DNS name by default

	124
	Check strange behavior on Factory Reset from WEB UI

	125
	WebUI: Network -> Device list section Refactoring


8 HPQC Report
Please find below the AP-related HPQC statistics for the released build.
8.1 Fixed Issues for v.00.05.00 (RC2.1)
	1
	HPQC 280: The SDXC card is not visible on the Overview page

	2
	HPQC 218: Not possible to change WLAN password in Web UI

	3
	HPQC 168: Gui only shows AP FW version

	4
	HPQC 181: WebUI: Not clickable zones in "Locale" dropdown list

	5
	HPQC 182: [NAS] SD card will not be unmounted after unplugging

	6
	HPQC 256: Web UI. Hardcoded "points" at the end of sentence.

	7
	HPQC 230: NAS - please recheck write speed for NTFS

	8
	HPQC 174: Set Parameter Monitioring does not work

	9
	HPQC 278: SDHC Card content is not available, the available space number is wrong

	10
	HPQC 281: Web UI:"Chancel" Button missing on scheduler pages

	11
	HPQC 217: Web UI: Wrong firmware versions are displayed. Hardcoded values!!!

	12
	HPQC 178: Web UI: IE9, dots in password fields to big

	13
	HPQC 177: Internet Explorer 9, Web UI elements look not nice

	14
	HPQC 227: No status message is shown in the GUI when the CPE is factory reset.

	15
	HPQC 253: There is no "Service" button on the Create Port Forwarding Rule page.

	16
	HPQC 278: SDHC Card content is not available, the available space number is wrong

	17
	HPQC 285: DLNA containers are not show according LCD Display language

	18
	HPQC 229: Web UI: Several Bugs on Internet Explorer 9

	19
	HPQC 286: Web UI: Wrong Internet-IP adress is shown

	20
	HPQC 284: Web UI: Several issues Phonebook table page

	21
	HPQC 180: Web UI: WLAN page -> View sperate/combined missing

	22
	HPQC 187: Dropbox: synch back from cloud to gateway does not work

	23
	HPQC 301: Web UI: Not possible to access Web UI with latest Safari Browser 6.0.5

	24
	HPQC 287: Web UI->Wifi ->Operating mode: wrong values in dropdown list

	25
	HPQC 269: Web UI ->Scheduler behaviour: No info popup with time is shown when moving the edge of a timeslot

	26
	HPQC 266: Display: Plug in a USB-disk does not show the message if display is dark

	27
	HPQC 270: Web UI -> scheduler behaviour: mouse icon wrong on a edge of a timeslot

	28
	HPQC 242: DLNA - There are only 5 folders in the Music Folder when they should be 10.

	29
	HPQC 240: Web UI: Wifi channel 2.4 GHz "Auto mode" is missing in the dropdown list

	30
	HPQC 235: Web UI: Cancel button missing on Router(System)->Display page

	31
	HPQC 245: Web UI: "Stargate-data" still visible as a network device in "Network->device list"

	32
	HPQC 228: Web UI: Internet Explorer 9: Info popups have missing border

	33
	HPQC 222: Web UI: Values in Dropdown list are not according Specification and not in the translation file available

	34
	HPQC 213: Web UI: On the Guest Wifi page, the setting "Deactivate Guest Wifi after" is missing

	35
	HPQC 210: Web UI: On Wifi page the WPS (Add WIFi device) button is missing

	36
	HPQC 199: Web UI: Several design / font size / spacing issues ond Central Storage page

	37
	HPQC 200: Web UI: Central storage page issues when opening Device details

	38
	HPQC 204:Web UI: It does not work to restart the gateway from the Web UI

	39
	HPQC 186: Not possible to test Google Drive backup. Web UI does not allow set up

	40
	HPQC 179: Web UI: Global Wifi On/Off switch is not functional on WiFi page

	41
	HPQC 248: Web UI: On the Login page a "*" is shown after the "Gateway Password" Label

	42
	HPQC 274: Web UI: Missing popup message after Factory Reset button is pressed

	43
	HPQC 144: Port Forwarding rule is deleted but is still shown in the predefined drop down list

	44
	HPQC 191: Web UI: The whole central storage page is in English language altought german is choosen

	45
	HPQC 170: When CPE is connected to an ADSL line the line mode in the GUI says VDSL

	46
	HPQC 262: Web UI: Telephony->devuice list. Missing expressins in translation file

	47
	HPQC 209: Web UI: Router->Internet-Box Login page: fields are not alligned correctly

	48
	HPQC 216: Web UI: Severall bugs in when starting pairing a DECT from Web UI

	49
	HPQC 205: Web UI: In Parental Control page, some devices are visible as connected, altough the are not connected

	50
	HPQC 202: Sometimes not possible to delete data which has been placed to NAS by AFP

	51
	HPQC 215: Web UI: Several bugs in Overview page on popup of "USB and SD card" part

	52
	HPQC 257: Web UI: Hardcoded expressions in Web UI -> Activate 2.4 GHz and 5 GHz

	53
	HPQC 298: CAT-IQ: Ringing handset from WEB-UI only splash ring

	54
	HPQC 260: Web UI: In the Parental control scheduler the expression "WLAN On / WLAN Off" is used instead of "Internet On / Internet Off"

	55
	HPQC 259: Web UI: Wifi global On/Off switch uses not the global On/Off API, it deactivates the 2.4 and 5 GHz checkbox!

	56
	HPQC 241: Web UI: Not possible to choose "Auto" chanel mode on 5GHz after user once selected another chanel

	57
	HPQC 214: Web UI: Some" Info popups" have wrong allingnement and to less spacing between text and border

	58
	HPQC 212: Web UI: Wrong Button used for Guest Wifi On/off. Switch has to be used according Mockups

	59
	HPQC 211: Web UI: "Wifi-> Settings" SSID visability setting is shown in Standard and expert mode. This setting only has to be shown in Expert mode

	60
	HPQC 207: Web UI: "Loading page data" screen when accessing a new page or saving data must be different

	61
	HPQC 198: [NAS, AFP] Couldn`t choose attached to gateway USB storage for backup with Time Machine app (Mac OS).

	62
	HPQC 234: Web UI: Overview page. Cloud icon is shown altough user never connected a cloud so far

	63
	HPQC 288: Web UI: Overview page. On a click to "USB and SD card" section, DLNA is showed Off, altough it is On

	64
	HPQC 282: Web UI: Not same icon used for same attached USB-Harddisk (Overview page/ Central Storage page)


8.2 Known Issues in v.00.05.00 (RC2.1)
	1
	HPQC 107: Several Bugs on Router->Diagnostics Page

	2
	HPQC 94: Wrong Web UI behaviour on saving changes

	3
	HPQC 321: Firefox Phonebook entry

	4
	HPQC 135: USB-disk shares are not removed immediatly in the Explorer list after unplug

	5
	HPQC 219: Web UI: No values are displayed on Network->Device list "Details"

	6
	HPQC 130: Several bugs on Network->Settings Web UI page

	7
	HPQC 232: Web UI: Switch On/Off element looks not perfect in Internet Explorer 8 and Safari

	8
	HPQC 114: Several issues in Web UI to Portforwarding

	9
	HPQC 265: First sticky page isn't displayed

	10
	HPQC 129: Several Bugs on IPv6 page in Web UI

	11
	HPQC 115: First sticky page isn`t displayed

	12
	HPQC 61: Files gets sometimes corrupted after reboot

	13
	HPQC 318: Text break out on all mobile browsers

	14
	HPQC 152: Garbage ACS data in default config

	15
	HPQC 258: Web UI: Order of languages in language dropdown

	16
	HPQC 329: Text overlapping image on Port Forwarding page

	17
	HPQC 324: Cannot change PIN on DECT page

	18
	HPQC 326: The writing in the login page is not clear on mobile browsers

	19
	HPQC 337: Subnet Mask cannot be changed

	20
	HPQC 339: Internet Back-up Stick is not visible in the GUI

	21
	HPQC 353: Footer text problem on Windows phone IE

	22
	HPQC 233: Web UI: Overview page. Popup of Wifi devices does not show Wifi name (SSID) according Mockup

	23
	HPQC 201: Web UI: Central Storage page. Behaviour issues of shown text which is not needed in case a device is plugged in

	24
	HPQC 299: WEB-UI: Internal number of FXS are not shown in WEB UI

	25
	HPQC 306: FW Upgrade does not yet work from GUI

	26
	HPQC 271: Web UI: Not possible to save or restore the gateway configuration

	27
	HPQC 223: The browser is not redirected to the login page after 10 minutes.

	28
	HPQC 255: Web UI: Predefined rules are missing in Portforwaring page

	29
	HPQC 220: Web UI: Not possible to customize the device name or device icon

	30
	HPQC 263: Web UI: DECT handsets not visible on main page

	31
	HPQC 320: Text and Password fields are not writable in Maxthon Mobile browser

	32
	HPQC 319: The Web UI is not displayed in Opera Mini mobile browser

	33
	HPQC 354: Drop down lists not working in the GUI on Windows phone IE.

	34
	HPQC 331: When the User clicks on the page the page flashes on IPad

	35
	HPQC 208: Web UI: When leaving a page without saving, a popup must appears which tells user that he has not saved the changes. Pop-up will not be shown always.

	36
	HPQC 264: The sticky pages (captive portal) do not appear in Swisscom look and feel

	37
	HPQC 261: Web UI: Help icon missing after Password recovery procces

	38
	HPQC 239: No details are shown for the devices that are connected via Ethernet and Wi-Fi in the Device List.

	39
	HPQC 238: Devices that is connect via Wi-Fi and Ethernet say "Not Connected" in the Device List

	40
	HPQC 225: Password Recovery field is not writable so recovery code cannot be entered.

	41
	HPQC 249: Web UI: Login Page. Font for "admin" field entry is to bright

	42
	HPQC 224: Web UI: Portforwarding entry is shown of a Portforwarding which the ACS has established.

	43
	HPQC 190: Web UI: popup on Overview page is cut by left end of the browser

	44
	HPQC 131: In Web UI Overview page, letters of long device names will be cut

	45
	HPQC 104: Sitcky Pages (Captive portal) do not appear in Swisscom look and feel

	46
	HPQC 189: Web UI: "InternetBox-nas" as selectable device visible on Portforwarding dropdown in Web UI

	47
	HPQC 330: Drop down menu for DMZ configuration does not display the text correctly on Ipad

	48
	HPQC 335: Web UI: Links on footer of page (Imprint, Legal, Contact) are not working

	49
	HPQC 352: Text cut out on Port Forwarding tab on the Windows phone IE

	50
	HPQC 294: Web UI: Al devices have the same icon. But the Web Ui should assign to known Swisscom devices the according icon

	51
	

	52
	HPQC 272: Web UI: On the Diagnostics page->Overview, there are hardcoded meassurement values shown, altough no connection to Internet is available

	53
	HPQC 221: Web UI: After physical disconnect of an Ethernet device, the device is still visible as connected in Web Ui Overview page

	54
	HPQC 206: Web UI ->Behaviour if saving changes: Message which confirms that changes have been saved never appears!

	55
	HPQC 313: When a SD card is inserted into the CPE it says no SD cards are inserted on the display screen in the device info section.

	56
	HPQC 345: When a 4GB USB Stick is plugged into the CPE the icon for the USB Stick is shown as a USB Disk Drive.

	57
	HPQC 363: Internet Connection says "Connected" on the Diagnostics Overview page when the WAN cable has is disconnected from the CPE.

	58
	HPQC 364: When connected to an ADSL line that has no IP backhaul the device still shows the Internet Connection as "Connected"


Dashboard

		AP v.00.05.00 TEST CYCLE SUMMARY

																														PASS

		Total test cases		359																										FAIL

		Pass		194																										N/A

		Fail		97

		Not run		0

		Not applicable		68



		Component		Test cases #

		NAS		78

		DLNA		49

		Cloud Sync		39

		WEB UI		172

		Power Management		12

		TR-069		6

		Other tests		3





		Component		Pass		Fail		Not Run		Not applicable

		NAS		46		27		0		5

		DLNA		43		0		0		6

		Cloud Sync		18		15		0		6

		WEB UI		78		55		0		39

		Power Management		0		0		0		12

		TR-069		6		0		0		0

		Other tests		3		0		0		0





































































































































































































Test cases execution summary

Pass	Fail	Not run	Not applicable	194	97	0	68	Test cases # by component

Test cases #	NAS	DLNA	Cloud Sync	WEB UI	Power Management	TR-069	Other tests	78	49	39	172	12	6	3	Test cases execution by component

Pass	NAS	DLNA	Cloud Sync	WEB UI	Power Management	TR-069	Other tests	46	43	18	78	0	6	3	Fail	NAS	DLNA	Cloud Sync	WEB UI	Power Management	TR-069	Other tests	27	0	15	55	0	0	0	Not Run	NAS	DLNA	Cloud Sync	WEB UI	Power Management	TR-069	Other tests	0	0	0	0	0	0	0	Not applicable	NAS	DLNA	Cloud Sync	WEB UI	Power Management	TR-069	Other tests	5	6	6	39	12	0	0	Component



Total test cases





NAS

		ID		Related Requirement ID		Validation		Approach		Priority		Pre conditions		Steps		Expected Result		Environment		PASS/FAIL		Defect ID		Tester		Comments

		TC_NAS_001		NAS_001		Basic validation of NAS feature - Windows OS		Positive		Major		AP is running, USB disk and SD  card atached to the board		1. Open WindowsExplorer
2. Load the internetbox NAS via typing \\ip_address or \\dns_name in adress bar of WindowsExplorer
3. Connect a USB-stick to the board.		InternalStorage(SD-card) folder is available as well as the USB-stick folder emerged on the same level		Windows XP, Windows 7		PASS				AM

		TC_NAS_063		NAS_001		Basic validation of NAS feature - MACOS		Positive		Major		AP is running, USB disk and SD  card atached to the board		1. Open "Go" list, choose "Connect to Server..." from list
2. Connect to the internetbox via smb://ip_adress
3. Connect to the internetbox via afp://ip_adress		InternalStorage(SD-card) folder is available as well as the USB-stick folder emerged on the same level		MACOS 10.8		PASS				RO

		TC_NAS_071		NAS_001.1		Verify NAS folders availability for Windows OS backup		Positive		Major		Windows OS, 1 USB-stick attached to NAS		1. Go to Control Panel;
2. Choose Backup;
3. Check the available directories.		SD-card and attached USB-storage are available for backup				PASS				AM

		TC_NAS_064		NAS_001.2		Verify NAS folders availability for MAC OS backup		Positive		Major		MAc OS, 1 USB-stick attached to NAS		1. Go to MAC Time Machine;
2. Check the available directories.		SD-card and attached USB-storage are available for backup		MACOS 10.8		PASS				RO

		TC_NAS_002		NAS_002		Verify support of specified file systems		Positive		Major		AP is running		1. Format 8 USB-sticks in the following file systems: EXT4, EXT2, EXT3, FAT32, NTFS 3.0+, HFS+
2. Connect all the sticks to the internetbox  NAS.		All USB-sticks and their inventory are successfully recognized by the board, LCD message displayes supported device mounted.				N/A		https://jira-swisscom.cogniance.com/browse/SA-971
https://jira-swisscom.cogniance.com/browse/SA-979
https://jira-swisscom.cogniance.com/browse/SA-1017		RO

		TC_NAS_003		NAS_003		Verify instatant file system check by the AP.		Positive		Major		AP is running		1. Connect 2 USB-sticks with supported file systems and 1 with unsupported.
2. Go to NAS via SMB and AFP.		The 2 supported disk folders are available..				PASS				RO

		TC_NAS_004		NAS_004.3		Verify correct behavior for inserting an SD-card with unsupported file system		Positive		Major		AP running		1. Replace the native SD-card with an unsupported file system
2. Check the board display
3. Check NAS inventory via SMB/AFP
4. Check WEB UI		The board display indicates "The current file system of the 
SD card is not supported!
Please use another SD card.". No entity appeared in NAS inventory. "Unsupported Device" icon MUST be shown for such device in WEB UI(Overview and and Central Storage)				FAIL		https://jira-swisscom.cogniance.com/browse/SA-992		RO		ticket is open

		TC_NAS_005		NAS_004		Verify correct behavior for inserting a USB-disk with unsupported file system		Positive		Major		AP running		1. Insert a USB-disk with an unsupported file system
2. Check the board display
3. Check NAS inventory via SMB/AFP
4. Check Overview in WEB UI		The board display indicates "The current file system of the USB
disk is not supported! Please use another USB disk.". No entity appeared in NAS inventory. "Unsupported Device" icon MUST be shown for such device in WEB UI(Overview and and Central Storage)				FAIL		https://jira-swisscom.cogniance.com/browse/SA-992		RO		LCD display

		TC_NAS_081		NAS_004		Verify correct behavior for inserting a USB-disk with several partitions one of which has an unsupported FS		Positive		Major		USB-disk with several partitions one of which has an unsupported FS		1. Insert the test USB-disk
2. Check the LCD display		"USB-disk has been added 
successfully." is displayed each time				PASS				RO

		TC_NAS_065		NAS_004.1		Verify correct behavior for inserting unsupported USB-devices		Negative		Major		CD/DVD ecternal drive, a USB mouse and other USB not supported as USB storages		1. Insert all the test devices one by one to NAS
2. Check the board display
3. Check Overview in WEB UI		"Attached USB device is not supported!
Please remove the USB-device." displayed on the LCD. "Unsupported Device" icon MUST be shown for such device in Overview and Central Storage sections				FAIL		https://jira-swisscom.cogniance.com/browse/SA-1149				device manager under development

		TC_NAS_006		NAS_005
NAS_006
NAS_009
NAS_010		Verify access to NAS using Windows		Positive		Major		Windows laptop, AP running		1. Connect the Windows laptop to the internetbox network.
2. Connect a USB2.0 and USB3.0 sticks to the board.
3. Go to NAS via SMB using Windows Explorer		internetbox inventory including InternalStorage and 2 USB stick folders are displayed and accessible in OS view. No additional setup of SMB was required.				PASS				AM

		TC_NAS_007		NAS_005
NAS_007
NAS_009
NAS_011
NAS_012
NAS_013		Verify access to NAS using MAC		Positive		Major		MAC laptop, AP running		1. Connect the MAC laptop to the internetbox network.
2. Connect a USB2.0 and USB3.0 sticks to the board.
3. Go to NAS via SMB using Finder(smb:\\hostname or smb:\\IP)
4. Go to NAS via AFP using Finder		internetbox  inventory including InternalStorage and 2 USB stick folders are displayed and accessible in OS view. No additional setup of SMB and AFP was required.		Mac OS		PASS				RO

		TC_NAS_008		NAS_005
NAS_008
NAS_009		Verify access to NAS using Linux		Positive		Major		Linux laptop, AP running		1. Connect the Linux laptop to the internetbox network.
2. Connect a USB2.0 and USB3.0 sticks to the board.
3. Go to NAS via SMB		internetbox  inventory including InternalStorage and 2 USB stick folders are displayed and accessible in OS view. No additional setup of SMB was required.				PASS

		TC_NAS_013		NAS_020		Verify successful establishment of specified simultaneous connections to NAS		Positive		Major		Script		1. Setup 64 SMB clients and establish connection to NAS
2. Setup 64 AFP clients and establish connection to NAS
3. Setup 64 SMB+AFP clients and establish connection to NAS		In all cases stable connections were established				N/A						test scriprt needed for RC-3

		TC_NAS_015		NAS_022
NAS_034		Verify mount/unmount of NAS storages		Positive		Major		SD-card, USB-stick, USB-disk		1. Ensure valid SD-card is inserted to the board.
2. Connect a USB-stick to NAS.
3. Connect a USB-disk with several partitions.
4. Check NAS inventory
5. Unmount all the above one by one and check NAS inventory by the way.		SD-card InternalStorage, USB-stick folder and USB-disk partitions folders are all on one level in NAS, all get removed from NAS as the storages get disconnected, including the SD-card				PASS				RO

		TC_NAS_16		NAS_025		Verify naming in NAS in case of defined volume labels.		Positive		Major		1 SD card with an assigned volume name, 1 USB-stick with a fabric volume name, 1 USB stick with a manually assigned volume name, 1 USB disk with 2 partitions with specific names.		1. Mount all the devices to the internetbox NAS.
2. Go to NAS via SMB and AFP.
3. Check NAS inventory.		In OS view the storage folders are named by their device names. Disk partitions are on the same level with predefined names.				pass

		TC_NAS_066		NAS_025.1		Verify naming in NAS in case of clone volume labels.		Negative		Major		prepare 2 flash-sticks and 1 USB-disk with the same partition volume name.		1. Connect the first flash-stick;
2. Connect the second flash-stick;
3. Connect the USB-disk.
4. Unmount all beginning from the first flash-stick.		Each next device with the same name appears with an incremental suffix(name, name_1, name_2). Unmounting e.g. "name" doesn't make name_1 and name_2 change their names.				pass

		TC_NAS_017		NAS_026
NAS_026.1		Verify naming in NAS in case of undefined volume labels.		Positive		Major		SD card with absent volume name, 2 USB sticks with unassigned volume names, USB disk with 2 partitions with unassigned volume names		1. Mount all the devices to the internetbox NAS.
2. Go to NAS via SMB and AFP.
3. Check NAS inventory.		In OS view the SD card is named SD, the USB-sticks are named USB1, USB2, the USB disk partitions are named USB3_1 and USB3_2				fail		https://jira-swisscom.cogniance.com/browse/SA-1154

		TC_NAS_075		NAS_026.2
NAS_026.3		Verify undefined naming partitions  of a USB disk		Positive		Major		USB disk with 2 partitions(both not labelled), USB disk with 2 partitions (one not labelled), 1 USB stick with undefined label				The first disk partitions are named USB1_1 and USB1_2, the second disk partitions are named "label name" and USB2. The USB stick is named USB3				pass

		TC_NAS_067		NAS_026.4		Verify access to attached storages using hostname+label		Positive		Major		1 USB-stick, 1 USB-disk with 2 partitions		1. Connect the devices to NAS.
2. Try to see the storage content via SMB using the following adress format:
\\internetbox-nas\label 
ex.: 
\\internetbox-nas\data
\\internetbox-nas\software		You successfully see the storages' inventory using this format.				pass

		TC_NAS_019		NAS_031		Validate internetbox  advertising itself in LAN		Positive		Major		AP is running		1. Open Finder
2. Ensure internetbox  is in one LAN with your MAC.
3. Disconnect the storages.		internetbox  is available as a network share. After disconnecting the storages they stopped advertizing.		MACOS 10.8		PASS				RO

		TC_NAS_068		NAS_031.1
NAS_031.2		Verify the device host name		Positive		Major				1. Check the device host name.
2. Verify if there's a posibility to change it		The hostname is "internetbox-nas", there's no possibility to change it.				pass

		TC_NAS_021		NAS_032		Verify support of >10 USB-storages simultaneously		Positive		Major		10 USB-sticks		1. Ensure the board and test laptop are connected to the home network.
2. Prepare 8 USB sticks and HDD drives with supported file systems.
3. Prepare 2 USB-hubs supporting >10 USB storages as total.
4. Connect 2 USB drives to the board's USB ports.
5. Connect 1 USB drive and 1 USB hub with connected USB drives.
6. Connect 2 USB hubs with totally 10 USB drives.		In all cases all the USB storages are displayed in internetbox NAS as attached folders with correct naming. All folders are available for specified operations.				pass

		TC_NAS_022		NAS_032		Verify USB-CD/DVD drive incompatibility		Negative		Major		USB-CD/DVD		1. Ensure the board and test laptop are connected to the home network.
2. Connect a USB-CD/DVD drive to the board via the USB3.0 port
3. Check NAS inventory via SMB and AFP		no shared folders or attached devices are detected				PASS

		TC_NAS_069		NAS_033		Verify ability in Web UI to change USB storage device/partition or SD card name.		Positive		Major		1 SD-card, 1 USB-stick, 1 USB-disk with 2 partitions		1. Connect all the test devices to NAS.
2. Login to WEBUI.
3. Change the storages/partitions names.
4. Disconnect the devices from NAS and connect them to a PC.
5. Check the device/partitions names.		The device/partitions names were successfully changed.				N/A		https://jira-swisscom.cogniance.com/browse/SA-1014

		TC_NAS_070		NAS_36.1		User MUST have in Web UI "Remove" option in order to be able to safly remove USD storage device or SD card.		Positive		Major		1 SD-card, 1 USB-stick, 1 USB-disk with 2 partitions		1. Connect all the test devices to NAS.
2. Login to WEBUI.- Overview.
3. Check the test devices in the list.		The devices are present. "Remove" option is available. Safe HW remove is possible after choosing this option.				N/A		https://jira-swisscom.cogniance.com/browse/SA-957

		TC_NAS_026		NAS_037		EXT2. Windows OS - Verify that any newly connected NAS storage and it's inventory folders are available for read/write operations by default		Positive		Major		Default board settings. Valid EXT2  SD-card, USB		1. Ensure that SD-card is correctly connected.
2. Connect a USB stick to the board.
3. Go to NAS.
4. Uppload a txt file to all internetbox storage folders.
5. Open the file in each folder.
6. Modify and save the file.
7. Delete the file.
8. Repeat the same actions in level 1 and level2 folders in all storages.		No additional settings were required to perform the read/write operations for all folders.				pass

		TC_NAS_096		NAS_037		EXT3. Windows OS - Verify that any newly connected NAS storage and it's inventory folders are available for read/write operations by default		Positive		Major		Default board settings. Valid EXT3  SD-card, USB stick		1. Ensure that SD-card is correctly connected.
2. Connect a USB stick to the board.
3. Go to NAS.
4. Uppload a txt file to all internetbox storage folders.
5. Open the file in each folder.
6. Modify and save the file.
7. Delete the file.
8. Repeat the same actions in level 1 and level2 folders in all storages.		No additional settings were required to perform the read/write operations for all folders.				pass

		TC_NAS_097		NAS_037		EXT4. Windows OS - Verify that any newly connected NAS storage and it's inventory folders are available for read/write operations by default		Positive		Major		Default board settings. Valid EXT4  SD-card		1. Ensure that SD-card is correctly connected.
2. Connect a USB stick to the board.
3. Go to NAS.
4. Uppload a txt file to all internetbox storage folders.
5. Open the file in each folder.
6. Modify and save the file.
7. Delete the file.
8. Repeat the same actions in level 1 and level2 folders in all storages.		No additional settings were required to perform the read/write operations for all folders.				pass

		TC_NAS_098		NAS_037		HFS. Windows OS - Verify that any newly connected NAS storage and it's inventory folders are available for read/write operations by default		Positive		Major		Default board settings. Valid HFS  SD-card		1. Ensure that SD-card is correctly connected.
2. Connect a USB stick to the board.
3. Go to NAS.
4. Uppload a txt file to all internetbox storage folders.
5. Open the file in each folder.
6. Modify and save the file.
7. Delete the file.
8. Repeat the same actions in level 1 and level2 folders in all storages.		No additional settings were required to perform the read/write operations for all folders.				fail		https://jira-swisscom.cogniance.com/browse/SA-979

		TC_NAS_099		NAS_037		FAT32. Windows OS - Verify that any newly connected NAS storage and it's inventory folders are available for read/write operations by default		Positive		Major		Default board settings. Valid FAT32  SD-card		1. Ensure that SD-card is correctly connected.
2. Connect a USB stick to the board.
3. Go to NAS.
4. Uppload a txt file to all internetbox storage folders.
5. Open the file in each folder.
6. Modify and save the file.
7. Delete the file.
8. Repeat the same actions in level 1 and level2 folders in all storages.		No additional settings were required to perform the read/write operations for all folders.				pass

		TC_NAS_100		NAS_037		NTFS. Windows OS - Verify that any newly connected NAS storage and it's inventory folders are available for read/write operations by default		Positive		Major		Default board settings. Valid NTFS  SD-card, USB stick		1. Ensure that SD-card is correctly connected.
2. Connect a USB stick to the board.
3. Go to NAS.
4. Uppload a txt file to all internetbox storage folders.
5. Open the file in each folder.
6. Modify and save the file.
7. Delete the file.
8. Repeat the same actions in level 1 and level2 folders in all storages.		No additional settings were required to perform the read/write operations for all folders.				pass

		TC_NAS_076		NAS_037		EXT2. MAC OS - Verify that any newly connected NAS storage and it's inventory folders are available for read/write operations by default		Positive		Major		Default board settings. Valid EXT2  SD-card, USB stick		1. Ensure that SD-card is correctly connected.
2. Connect a USB stick to the board.
3. Go to NAS via AFP.
4. Uppload a txt file to all internetbox storage folders.
5. Open the file in each folder.
6. Modify and save the file.
7. Delete the file.
8. Repeat the same actions in level 1 and level2 folders in all storages.		No additional settings were required to perform the read/write operations for all folders.				FAIL		https://jira-swisscom.cogniance.com/browse/SA-1205		RO

		TC_NAS_101		NAS_037		EXT3. MAC OS - Verify that any newly connected NAS storage and it's inventory folders are available for read/write operations by default		Positive		Major		Default board settings. Valid EXT3  SD-card, USB stick		1. Ensure that SD-card is correctly connected.
2. Connect a USB stick to the board.
3. Go to NAS via AFP.
4. Uppload a txt file to all internetbox storage folders.
5. Open the file in each folder.
6. Modify and save the file.
7. Delete the file.
8. Repeat the same actions in level 1 and level2 folders in all storages.		No additional settings were required to perform the read/write operations for all folders.				FAIL		https://jira-swisscom.cogniance.com/browse/SA-1205		RO

		TC_NAS_102		NAS_037		EXT4. MAC OS - Verify that any newly connected NAS storage and it's inventory folders are available for read/write operations by default		Positive		Major		Default board settings. Valid EXT4  SD-card, USB stick		1. Ensure that SD-card is correctly connected.
2. Connect a USB stick to the board.
3. Go to NAS via AFP.
4. Uppload a txt file to all internetbox storage folders.
5. Open the file in each folder.
6. Modify and save the file.
7. Delete the file.
8. Repeat the same actions in level 1 and level2 folders in all storages.		No additional settings were required to perform the read/write operations for all folders.				FAIL		https://jira-swisscom.cogniance.com/browse/SA-1205		RO

		TC_NAS_103		NAS_037		HFS. MAC OS - Verify that any newly connected NAS storage and it's inventory folders are available for read/write operations by default		Positive		Major		Default board settings. Valid HFS  SD-card, USB stick		1. Ensure that SD-card is correctly connected.
2. Connect a USB stick to the board.
3. Go to NAS via AFP.
4. Uppload a txt file to all internetbox storage folders.
5. Open the file in each folder.
6. Modify and save the file.
7. Delete the file.
8. Repeat the same actions in level 1 and level2 folders in all storages.		No additional settings were required to perform the read/write operations for all folders.				FAIL		https://jira-swisscom.cogniance.com/browse/SA-979		RO

		TC_NAS_104		NAS_037		FAT32. MAC OS - Verify that any newly connected NAS storage and it's inventory folders are available for read/write operations by default		Positive		Major		Default board settings. Valid FAT32  SD-card, USB stick		1. Ensure that SD-card is correctly connected.
2. Connect a USB stick to the board.
3. Go to NAS via AFP.
4. Uppload a txt file to all internetbox storage folders.
5. Open the file in each folder.
6. Modify and save the file.
7. Delete the file.
8. Repeat the same actions in level 1 and level2 folders in all storages.		No additional settings were required to perform the read/write operations for all folders.				FAIL		https://jira-swisscom.cogniance.com/browse/SA-1205		RO

		TC_NAS_105		NAS_037		NTFS. MAC OS - Verify that any newly connected NAS storage and it's inventory folders are available for read/write operations by default		Positive		Major		Default board settings. Valid NTFS  SD-card, USB stick		1. Ensure that SD-card is correctly connected.
2. Connect a USB stick to the board.
3. Go to NAS via AFP.
4. Uppload a txt file to all internetbox storage folders.
5. Open the file in each folder.
6. Modify and save the file.
7. Delete the file.
8. Repeat the same actions in level 1 and level2 folders in all storages.		No additional settings were required to perform the read/write operations for all folders.				PASS				RO

		TC_NAS_041		NAS_050		Verify compatibility of native Windows search engine with NAS inventory		Positive		Major		WIndows OS		1. Select a file and a folder in Internal Storage.
2. Select a file and a folder on an attached USB-disk.
3. Ensure all folders are public.
4. Choose to search all 4 entities in the OS search engine.		All 4 entities are displayed in the search result		Win 7		PASS

		TC_NAS_042		NAS_050		Verify compatibility of native MAC search engine with NAS inventory		Positive		Major		MAC OS		1. Select a file and a folder in Internal Storage.
2. Select a file and a folder on an attached USB-disk.
3. Ensure all folders are public.
4. Choose to search all 4 entities in the OS search engine.		All 4 entities are displayed in the search result				PASS				RO		Works in case 'Shared' folder is selected

		TC_NAS_044		NAS_051		The User must be able to perform other standard OS actions on the NAS folders, the same as on the local storage, through all protocols supported by NAS.		Positive		Major				NA		NA				pass

		TC_NAS_051		NA		Verify system stability in case of writing large files(USB-storage) NTFS		Negative		Major		16Gb flash stick USB 3.0		1. Prepare a 16Gb flash-stick connected to the board.
2. Try writing a 8GB file to the disk.		Writing was successfull		NTFS		PASS

		TC_NAS_081		NA		Verify system stability in case of writing large files(USB-storage) FAT32		Negative		Major		8Gb flash stick USB 3.0		1. Prepare a 8Gb flash-stick connected to the board.
2. Try writing a 3GB file to the disk.		Writing was successfull		FAT32		FAIL		https://jira-swisscom.cogniance.com/browse/SA-1018

		TC_NAS_052		NA		Verify system stability in case of writing large files(SD-card) NTFS		Negative		Major		SD-card		1. Ensure that InternalStorage has 8+Gb of free space.
2. Try writing a 8GB file to InternalStorage.		Writing was successfull		NTFS		PASS

		TC_NAS_083		NA		Verify system stability in case of writing large files(SD-card) FAT32		Negative		Major		SD-card		1. Ensure that InternalStorage has 8+Gb of free space.
2. Try writing a 3GB file to InternalStorage.		Writing was successfull		FAT32		FAIL		https://jira-swisscom.cogniance.com/browse/SA-1018

		TC_NAS_053		NA		Verify system stability in case of writing a big amount of files(USB-storage) NTFS		Negative		Major		16Gb flash stick  USB 3.0		1. Prepare a 16Gb flash-stick connected to the board.
2. Try writing a 8GB folder with files to the disk		Writing was successfull		NTFS		PASS

		TC_NAS_082		NA		Verify system stability in case of writing a big amount of files(USB-storage) FAT32		Negative		Major		16Gb flash stick  USB 3.0		1. Prepare a 16Gb flash-stick connected to the board.
2. Try writing a 8GB folder with 1Mb files to the disk		Writing was successfull		FAT32		PASS

		TC_NAS_054		NA		Verify system stability in case of writing a big amount of files(SD-card)		Negative		Major		SD-card		1. Ensure that InternalStorage has 8+Gb of free space.
2. Try writing a 8GB folder with 1Mb files to InternalStorage.		Writing was successfull		FAT32		PASS						~ 13 MB/s

		TC_NAS_055		NA		Verify system stability in case of writing amount of data exceeding the disk space(USB-storage)		Negative		Major		4Gb flash stick		1. Prepare a 4Gb flash-stick connected to the board.
2. Try writing a 5GB file to the disk.
3. Try writing a 5Gb folder with smaller files.		In case of a big file an error message informs that there's no enought space, writing was aborted. In case of a folder the same message appears when the first not fitting file is being written, only this file writing gets aborted.				PASS

		TC_NAS_056		NA		Verify system stability in case of writing amount of data exceeding the disk space(SD-card)		Negative		Major		SD-card		1. Ensure there's <4Gb space on InternalStorage..
2. Try writing a 5GB file to InternalStorage.
3. Try writing a 5Gb folder with smaller files.		In case of a big file an error message informs that there's no enought space, writing was aborted. In case of a folder the same message appears when the first not fitting file is being written, only this file writing gets aborted.				FAIL		https://jira-swisscom.cogniance.com/browse/SA-1019

		TC_NAS_057		NA		Validating harmless write interrupt(USB-storage)		Negative		Major		4Gb flash stick		1. Prepare a 4Gb flash-stick connected to the board.
2. Start writing a 3Gb file to the disk.
3. Disconnect the USB-stick in process		Writing was aborted without exceptions.				PASS

		TC_NAS_058		NA		Validating harmless write interrupt(SD-card)		Negative		Major		SD-card		1. Ensure there's >4Gb space on InternalStorage..
2. Start writing a 3Gb file to the disk.
3. Disconnect the USB-stick in process		Writing was aborted without exceptions.				PASS

		TC_NAS_059		NA		Verify system stability in case of 4 simultaneous reading threads(USB-storage)		Negative		Major		16Gb flash stick		1. Prepare a 16Gb flash-stick connected to the board.
2. Place an *.avi movie file on it. 
3. Start playing the movie from 4 smb clients simultaneously.		The system doesn't become overloaded, the movie is played successfully.				PASS

		TC_NAS_060		NA		Verify system stability in case of 4 simultaneous reading threads(SD-card)		Negative		Major		SD-card		1. Ensure there's >16Gb space on InternalStorage..
2. Place an *.avi movie file on it. 
3. Start playing the movie from 4 smb clients simultaneously.		The system doesn't become overloaded, the movie is played successfully.				PASS

		TC_NAS_061		NA		Verify system stability in case of 4 simultaneous writing threads(USB-storage)		Negative		Major		4 USB-sticks		1. Prepare 4 USB-sticks connected to the board.
2. Setup h2testw_1.4 from 4 PCs - match each PC to 1 USB disk.
3. Setup the h2testw_1.4 test to 3GB size.
3. Simultaneously start the h2testw_1.4 test from 4 PCs.		The system doesn't become overloaded,  4 files are successfully written to the disks.				PASS

		TC_NAS_062		NA		Verify system stability in case of 4 simultaneous writing threads(SD-card)		Negative		Major		SD-card		1. Ensure there's >16Gb space on InternalStorage..
2. Plrepare an *.avi movie file on 4 SMB clients. 
3. Simultaneously start writing the movie to InternalStorage from all 4 clients..		The system doesn't become overloaded,  4 files are successfully written.				PASS

		TC_NAS_072		NA		Restart validation		Negative		Major		1 SD-card, 1 USB-stick, 1 USB-disk with 2 partitions		1. Attach the test devices to the board.
2. Reset the board.		No NAS exceptions occur.				PASS

		TC_NAS_073		NA		Verify that files are successfully copied from attached USB_0 storage to USB_1 storage		Positive		Major		2 USB-disks		1. Attach the USB-disks to the board.
2. Copy/cut some files from USB_0
3. Past files to USB_1		Writing was successfull				PASS

		TC_NAS_074		NA		Verify system stability in case of writing files from attached USB-storage to SD-card		Positive		Major		1 SD-card, 1 USB-disk		1. Attach the USB-disks and CD-card to the board.
2. Copy/cut some files from USB-disk
3. Past files to SD-card		Writing was successfull				PASS

		TC_NAS_077		NAS_002.1		Verify LCD-display messages on inserting supported USB-storages.		Positive		Major		USB-storages formatted in FAT32, NTFS, HFS, EXT2, EXT3, EXT4		1. One by one connect all 6 USB-storages to USBO port of the board
2. One by one connect all 6 USB-storages to USB1 port of the board
3. Check the LCD display on each plug in		"USB-disk has been added 
successfully." is displayed each time				PASS

		TC_NAS_078		NAS_002.2		Verify LCD-display messages on inserting SD-cards		Positive		Major		SD-cards formatted in FAT32, NTFS, HFS, EXT2, EXT3, EXT4		1. One by one connect all SD-cards to USBO port of the board
2. .Check the LCD display on each plug in		"SD storage card has been added 
successfully" is displayed each time				PASS

		TC_NAS_079		NAS_004.2		Verify system behavior on inserting internet emergency sticks to USB3.0 ports		Negative		Major		3G dongle Huawei E303 and LTE dongle Huawei E398 internet emergency sticks.		1. Connect the 3G dongle Huawei E303 to USB0, then USB1.
2. Connect the  LTE dongle Huawei E398. to USB0, then USB1.
3. Check the LCD display each time.		"Internet emergency stick is plugged 
in to the wrong USB port!
Please use the 3g/LTE USB 
port on the gateway." is displayed				PASS

		TC_NAS_080		NAS_082		Check LCD disaplay messages on AP firmware upgrade.		Positive		Major		v.x and v.(x+1) AP firmware images		1. Upgrade AP firmware locally.
2. Upgrade AP firmware via TR-069
3. Check the LCD display.		"Firmware Update. Please do not switch off the 
gateway until the update is completed." is displayed				N/A						upgrade procedure not implemented yet

		TC_NAS_081		STO_1.2		Write speed over samba and AFP to HFS+ file system must be 50 MB/s.		Performance		Major		This must be achieved without using a commercial Software stack like Paragon or Tuxera. Testfile is a 500MB Single file.		NA		NA				FAIL				RO		smb/USB: ~10 MB/s		MacOS:
afp: ticket #979 
smb: ~19 mbs

		TC_NAS_082		STO_1.3		Read speed over Samba and AFP to an SD card or USB-harddrive with HFS+ file system must be 70 MByte/s.		Performance		Major		This must be achieved without using a commercial Software stack like Paragon or Tuxera. Testfile is a 500MB Single file.		NA		NA				FAIL		https://jira-swisscom.cogniance.com/browse/SA-979		RO		smb/USB: ~29 MB/s		MacOS:
afp: ticket #979 
smb: ~25 mbs

		TC_NAS_083		STO_1.4		Write speed over Samba and AFP to an SD card or USB-harddrive with NTFS-file system must be 20 MByte/s.		Performance		Major		This must be achieved without using a commercial Software stack like Paragon or Tuxera. Testfile is a 500MB Single file.		NA		NA				FAIL				RO		smb/USB: ~14 MB/s		MacOS:
afp: ~ 11 mbs
smb: ~ 10 mbs

		TC_NAS_084		STO_1.5		Read speed over Samba and AFP to an SD card or USB-harddrive with NTFS-file system must be 30 MByte/s.		Performance		Major		This must be achieved without using a commercial Software stack like Paragon or Tuxera. Testfile is a 500MB Single file.		NA		NA				FAIL				RO		smb/USB: ~21 MB/s		MacOS:
afp: ~ 31 mbs
smb: ~ 20 mbs

		TC_NAS_085		STO_1.6		Write speed over Samba and AFP to an SD card or USB-harddrive with FAT32-file system must be 50 MByte/s.		Performance		Major		This must be achieved without using a commercial Software stack like Paragon or Tuxera. Testfile is a 500MB Single file.		NA		NA				FAIL				RO		smb/USB: up to 10 MB/s		MacOS:
afp:  ~ 15 mbs
smb: ~ 14 mbs

		TC_NAS_086		STO_1.7		Read speed over Samba and AFP to an SD card or USB-harddrive with FAT32-file system must be 70 MByte/s.		Performance		Major		This must be achieved without using a commercial Software stack like Paragon or Tuxera. Testfile is a 500MB Single file.		NA		NA				FAIL				RO		smb/USB: ~32 MB/s		MacOS:
afp: ~ 18 mbs
smb: ~ 26 mbs

		TC_NAS_087		STO_1.8		Write speed over Samba and AFP to an SD card or USB-harddrive with HFS+ file system must be 30 MByte/s.		Performance		Major		This must be achieved without using a commercial Software stack like Paragon or Tuxera. Tesfile:100 Files with each 4 MB		NA		NA				FAIL		https://jira-swisscom.cogniance.com/browse/SA-979		RO				MacOS:
afp: ticket #979
smb: ~ 10 mbs

		TC_NAS_088		STO_1.9		Read speed over Samba and AFP to an SD card or USB-harddrive with HFS+ file system must be 50 MByte/s.		Performance		Major		This must be achieved without using a commercial Software stack like Paragon or Tuxera. Tesfile:100 Files with each 4 MB		NA		NA				FAIL				RO				MacOS:
afp:  ~ 35 mbs
smb: ~ 23 mbs

		TC_NAS_089		STO_1.10		Write speed over Samba and AFP to an SD card or USB-harddrive with EXT-file system must be 30 MByte/s.		Performance		Major		This must be achieved without using a commercial Software stack like Paragon or Tuxera. Tesfile:100 Files with each 4 MB		NA		NA				FAIL				RO				MacOS:
afp: ticket #1205
smb: ~ 4.5 mbs

		TC_NAS_090		STO_1.11		Read speed over Samba and AFP to an SD card or USB-harddrive with EXT-file system must be 50 MByte/s.		Performance		Major		This must be achieved without using a commercial Software stack like Paragon or Tuxera. Tesfile:100 Files with each 4 MB		NA		NA				FAIL				RO				MacOS:
afp:   ~ 38 mbs
smb: ~ 26 mbs

		TC_NAS_091		STO_1.12		Write speed over Samba and AFP to an SD card or USB-harddrive with NTFS-file system must be 20 MByte/s.		Performance		Major		This must be achieved without using a commercial Software stack like Paragon or Tuxera. Tesfile:100 Files with each 4 MB		NA		NA				FAIL				RO				MacOS:
afp:  ~ 4 mbs
smb: ~ 2.5 mbs

		TC_NAS_092		STO_1.13		Read speed over Samba and AFP to an SD card or USB-harddrive with NTFS-file system must be 30 MByte/s.		Performance		Major		This must be achieved without using a commercial Software stack like Paragon or Tuxera. Tesfile:100 Files with each 4 MB		NA		NA				FAIL				RO				MacOS:
afp:  ~ 29 mbs
smb: ~ 14 mbs

		TC_NAS_093		STO_1.14		Write speed over Samba and AFP to an SD card or USB-harddrive with FAT32-file system must be 30 MByte/s.		Performance		Major		This must be achieved without using a commercial Software stack like Paragon or Tuxera. Tesfile:100 Files with each 4 MB		NA		NA				FAIL				RO				MacOS:
afp: ~ 12.5 mbs
smb: ~ 10 mbs

		TC_NAS_094		STO_1.15		Read speed over Samba and AFP to an SD card or USB-harddrive with FAT32-file system must be 40 MByte/s.		Performance		Major		This must be achieved without using a commercial Software stack like Paragon or Tuxera. Tesfile:100 Files with each 4 MB		NA		NA				FAIL				RO				MacOS:
afp: ~ 19.5 mbs
smb: ~ 20 mbs

		TC_NAS_095		NA		Check system stability  on 4 simultaneous read/write threads		Stress		Medium		h2testw_1.4 application, 3 PCs		1. Run the h2testw_1.4 for a 2GB file from 4 PCs simultaneously		Throughput is seperated between clients, system is stable				PASS

















DLNA

		ID		Related Requirement ID		Validation		Approach		Priority		Pre conditions		Steps		Expected Result		Environment		PASS/FAIL		Defect ID		Tester		Comments

		TC_DLNA_001		DLNA_001		Verify that Internet-Box store the media on NAS (SD card) and make it available to DMPs		Positive		Critical		Media files exist on the SD card		1. Run DMP on home network device.
2. Selects the list of available DMS
3. Select Internet-Box DMS
4. Check that all media files indexed and displayed on DMP		Media files on NAS SD card must be available for DMPs in home network				PASS

		TC_DLNA_002		DLNA_001		Verify that Internet-Box store the media on NAS (connected USB disk) and make it available to DMPs		Positive		Critical		Media files exist on the connected USB disk		1. Run DMP on home network device.
2. Selects the list of available DMS
3. Select Internet-Box DMS
4. Check that all media files indexed and displayed on DMP		Media files on NAS USB disk must be available for DMPs in home network				PASS

		TC_DLNA_003		DLNA_001		Verify that Internet-Box store the media on NAS and make it available to mobile DMPs		Positive		Critical		Media files exist on the SD card and USB disk		1. Run DMP on mobile device in home network.
2. Selects the list of available DMS
3. Select Internet-Box DMS
4. Check that all media files indexed and displayed on DMP		Media files on NAS must be available for mobile DMPs in home network				PASS

		TC_DLNA_004		DLNA_001		Verify that Internet-Box store the media on NAS and make it available to DMRs		Positive		Critical		Media files exist on the SD card and USB disk. DMC available in home network.		1. Run DMC on home network device.
2. Selects the list of available DMS
3. Select Internet-Box DMS as media sourse.
4. Select available DMR in home.
5. Play content on selected DMR.
5. Check that item played on DMR.		Media files on NAS must be available for mobile DMRs in home network				PASS

		TC_DLNA_005		DLNA_001		Verify that Internet-Box store the media on NAS and make it available to Swisscom TV		Positive		Critical		Media files exist on the SD card and USB disk		1. Connect Swisscom TV to Centro Stargate
2. Go to Swisscom TV menu
3. Select Centro Stargate DMS as media sourse.
4. Check that all media files indexed and displayed on Swisscom TV		Media files on NAS must be available for Swisscom TV in home network				N/A

		TC_DLNA_020		DLNA_007		DMS MUST support HTTP 1.1 (including chunked transfer encoding,
persistent connections, and pipelining) as the baseline transport
mechanism.														PASS

		TC_DLNA_021		DLNA_009		DMS MUST have an instance of the Content Directory Service, that MUST provide uniform directory of all its available content to any interested devices on the network.														PASS

		TC_DLNA_022		DLNA_013		Content Directory Service MUST provide a logical structure for the media library in the server:
 - Containers - the collection of the other containers or items;
 - Items - single entity that the User perceives as one piece of content;
 - Resources - binary representation of the content (a file or a stream).														PASS

		TC_DLNA_023		DLNA_014		Media content SHOULD be displayed on the DMPs in the home network according to structure of the containers (if the media item contains appropriate metadata).														PASS

		TC_DLNA_006		DLNA_015		Verify that following root containers handled:
 Root:
   1. Music;
   2. Videos;
   3. Pictures;
   4. Playlists.		Positive		Major		Media files exist on the SD card and USB disk		1. Run DMP on home network device.
2. Selects the list of available DMS
3. Select Internet-Box DMS
4. Select the root of list media files
5. Check the structure		The following root containers MUST be handled:
 Root:
   1. Music;
   2. Videos;
   3. Pictures;
   4. Playlists.				PASS

		TC_DLNA_007		DLNA_016		Verify that following Music containers handled:
 Music:
 1. All Music
2. Album
3. Artist
4. Genre
5. Folders		Positive		Major		Music containers with metadata available.		1. Run DMP on home network device.
2. Selects the list of available DMS
3. Select Internet-Box DMS
4. Select the root of list media files
5. Select Music folder.
6. Check structure		The following Music containers MUST be handled:
 Music:
1. All Music
2. Album
3. Artist
4. Genre
5. Folders				PASS

		TC_DLNA_008		DLNA_017		Verify that following Video containers handled:
 Video:
1. All Videos
2. Folders		Positive		Minor		Video containers with metadata available.		1. Run DMP on home network device.
2. Selects the list of available DMS
3. Select Internet-Box DMS
4. Select the root of list media files
5. Select Video folder.
6. Check structure		The following Video containers MUST be handled:
 Video:
1. All Videos
2. Folders				PASS

		TC_DLNA_009		DLNA_018		Verify that following Pictures containers handled:
  Pictures:
1. All Pictures
2. Folders		Positive		Minor		Pictures containers with metadata available.		1. Run DMP on home network device.
2. Selects the list of available DMS
3. Select Internet-Box DMS
4. Select the root of list media files
5. Select Pictures folder.
6. Check structure		The following Pictures containers MUST be handled:
  Pictures:
1. All Pictures
2. Folders				PASS

		TC_DLNA_010		DLNA_019		Verify that following Playlists containers handled:
  Playlists:
    4.1. All Playlists
    4.2. Folders		Positive						1. Run DMP on home network device.
2. Selects the list of available DMS
3. Select Internet-Box DMS
4. Select the root of list media files
5. Select Playlists folder.
6. Check structure		The following Playlists containers MUST be handled:
  Playlists:
    4.1. All Playlists
    4.2. Folders				PASS

		TC_DLNA_011		DLNA_023		Verify that DMS should be recognized by other DLNA devices in the home network as Digital Media Server named "Swisscom Internet-Box (Media)" automatically.		Positive				DMS turn off		1. Run DMP on home network device.
2. Selects the list of available DMS
3. Turn on Internet-Box DMS
4. Observe list of available DMS on DMP device		After turning on DMS  it recognized in DMP as "Swisscom Internet-Box (Media)"				PASS

		TC_DLNA_012		DLNA_023		Verify that PC recognize and show DMS with a Swisscom look and feel icon named "Swisscom Internet-Box (Media)".		Positive						1. Run DMP on home network device.
2. Selects the list of available DMS
3. Observe list of available DMS on DMP device		After turning on DMS  it recognized in DMP as "Swisscom Internet-Box (Media)"				PASS

		TC_DLNA_013		DLNA_024		Verify that user shout NOT be able to rename Digital Media Server "Centro Stargate" in Web UI.		Negative						1. Go to the StarGate WEB UI
2. Rename Digital Media Server
3. Confirm changes		It should NOT be able rename DMS  "Centro Stargate" in Web UI				PASS

		TC_DLNA_016		DLNA_031		Verify that after unplugging the USBdisk indexed media content on it excluded from the indexation list within 10 seconds.		Positive		Minor		Media files on USB storage available.		1. Run DMP on home network device.
2. Selects the list of available DMS
3. Select Centro Stargate DMS
4. Observe list of mediafiles from USB disk.
5. Unplug USBdisk and wait 10 sec.
6. Observe list of mediafiles from USB disk and check that mediafiles from USB disk not available.		after unplugging the USBdisk indexed media content on it excluded from the indexation list.				PASS

		TC_DLNA_014		DLNA_029		Verify that SD card indexed by Centro Stargate DMS after it plugged in automaticaly by default and display the metadata after indexation ends.		Positive		Minor		Media files with metadata on SD card available.		1. Run DMP on home network device.
2. Selects the list of available DMS
3. Select Centro Stargate DMS
4. Plug in SD card into Centro Stargate
5. Then check on DMP that mediafiles from SD card indexed, available and metadata dispayed.		SD card indexed by Centro Stargate DMS after it plugged in automaticaly by default and display the metadata after indexation ends.				PASS

		TC_DLNA_015		DLNA_029		Verify that USB storage indexed by Centro Stargate DMS after it plugged in automaticaly by default and display the metadata after indexation ends.		Positive		Minor		Media files with metadata on USB storage available.		1. Run DMP on home network device.
2. Selects the list of available DMS
3. Select Centro Stargate DMS
4. Plug in USB storage into Centro Stargate
5. Then check on DMP that mediafiles from USB storage indexed, available and metadata dispayed.		USB storage indexed by Centro Stargate DMS after it plugged in automaticaly by default and display the metadata after indexation ends.				PASS

		TC_DLNA_024		DLNA_058		It MUST be possible to stream the same file (music, picture or video file) at the same time to 10 DLNA clients.		Positive		Minor										N/A		Couldn`t check, WLAN issue

		TC_DLNA_017		DLNA_031		Verify that after unplugging the SD card indexed media content on it excluded from the indexation list within 10 seconds.		Positive		Minor		Media files on SD card available.		1. Run DMP on home network device.
2. Selects the list of available DMS
3. Select Centro Stargate DMS
4. Observe list of mediafiles from SD card.
5. Unplug USBdisk and wait 10 sec.
6. Observe list of mediafiles from SD card and check that mediafiles from USB disk not available.		after unplugging the SD card indexed media content on it excluded from the indexation list.				PASS

		TC_DLNA_018		DLNA_033		Verify that protected USB-disk excluded from the indexation list automaticaly.		Positive		Minor		Media files on protected USB disk available.		1. Run DMP on home network device.
2. Selects the list of available DMS
3. Select Centro Stargate DMS
4. Plug in protected USB disk with mediafiles.
5. Check that mediafiles from protected USB disk not indexed.						N/A

		TC_DLNA_019		DLNA_045		Verify that Centro Stargate DMS support at least the following pictures formats:
 
- mandatory:  
JPEG: .jpg, .jpe, .jpeg

- optional:
PNG: .png 
GIF: .gif 
BMP: .bmp 
TIFF: .tif, .tiff
JPS: .jps
MPO: .mpo		Positive		Major		Pictures formats files on storage available.		1. Run DMP on home network device.
2. Selects the list of available DMS
3. Select Centro Stargate DMS
4. Select "Pictures" on Centro Stargate DMS
5. Check that all required formats supports properly.		Centro Stargate DMS MUST support at least the following pictures formats:
 
- mandatory:  
JPEG: .jpg, .jpe, .jpeg

- optional:
PNG: .png 
GIF: .gif 
BMP: .bmp 
TIFF: .tif, .tiff
JPS: .jps
MPO: .mpo				PASS		Not all formats available				except for tiff

		TC_DLNA_044		DLNA_046		Verify that Centro Stargate DMS support the following audio formats:

- mandatory:
LPCM:

- optional
AC3: .ac3
AMR: .3gpp
ATRAC3plus:  .at3
MPG4A: .m4a
WAV: .wav, .wv, .raw, .pcm
OGG: .ogg
MKA: .mka
MIDI: .mid
MP3: .mp3
AAC: .aac, .adts
WMA: .wma 
DTS
DTS-HD
EAC3: 
MLP: 
MPEG: .mpa, .m1a, .m2a		Positive		Major		Audio formats files on storage available.		1. Run DMP on home network device.
2. Selects the list of available DMS
3. Select Centro Stargate DMS
4. Select "Music" on Centro Stargate DMS
5. Check that all required formats supports properly.		Centro Stargate DMS MUST support at least the following audio formats:
 
- mandatory:
LPCM:

- optional
AC3: .ac3
AMR: .3gpp
ATRAC3plus:  .at3
MPG4A: .m4a
WAV: .wav, .wv, .raw, .pcm
OGG: .ogg
MKA: .mka
MIDI: .mid
MP3: .mp3
AAC: .aac, .adts
WMA: .wma 
DTS
DTS-HD
EAC3: 
MLP: 
MPEG: .mpa, .m1a, .m2a				PASS		Not all formats available

		TC_DLNA_045		DLNA_047		Verify that Centro Stargate DMS support at least the following video formats:


- mandatory (for EU region):
MPEG: .mpeg, .mpg, .mpe, .mpeg2, .mpg2, .mp2ve, .m1v, .m2v, .vob, .ps, .tts, .ts, .tp, .mp2x

- optional:
MPG4V: .3g2, .3gp, .m4v, .mov, .3gpp
MPG4: .mp4RIFF: .avi
WMV: .wmv, .asf
VC-1
MKV: .mkv
REAL: .rmvb, .rm
DIVX: .divx
FLV: .flv"		Positive		Major		Pictures formats files on storage available.		1. Run DMP on home network device.
2. Selects the list of available DMS
3. Select Centro Stargate DMS
4. Select "Video" on Centro Stargate DMS
5. Check that all required formats supports properly.		Centro Stargate DMS MUST support at least the following pictures formats:
 

- mandatory (for EU region):
MPEG: .mpeg, .mpg, .mpe, .mpeg2, .mpg2, .mp2ve, .m1v, .m2v, .vob, .ps, .tts, .ts, .tp, .mp2x

- optional:
MPG4V: .3g2, .3gp, .m4v, .mov, .3gpp
MPG4: .mp4RIFF: .avi
WMV: .wmv, .asf
VC-1
MKV: .mkv
REAL: .rmvb, .rm
DIVX: .divx
FLV: .flv				PASS		Not all formats available

		TC_DLNA_046		DLNA_048		Verify that Centro Stargate DMS support at least the following playlists formats:
 
M3U: .m3u 
WPL: .wpl 
ASX: .asx 
PLS: .pls		Positive		Major		Pictures formats files on storage available.		1. Run DMP on home network device.
2. Selects the list of available DMS
3. Select Centro Stargate DMS
4. Select "Playlists" on Centro Stargate DMS
5. Check that all required formats supports properly.		Centro Stargate DMS MUST support at least the following playlists formats:
 
M3U: .m3u 
WPL: .wpl 
ASX: .asx 
PLS: .pls				N/A		Not all formats available				except for tiff

		TC_DLNA_025		DLNA_004		Verify that Centro Stargate DMS provide for Saisscom TV media that contains media on the attached USBdisks.		Positive		Critical		Media on the attached USBdisks present. Swisscom TV connected to home LAN.		1. Turns on Swisscom TV and selects the list of available DMSs from menu;
2. Selects Centro Stargate DMS from the list
3. Check that all media on attached USBdisks displayed correctly for Swisscom TV.		The list of Centro Stargate media contains indexed media stored on the attached USBdisks.				N/A

		TC_DLNA_026		DLNA_006		Centro Stargate device MUST be able to successfully complete DLNA certification testing and be awarded the DLNA Certified Logo, which assures consumers that the product is fully DLNA compliant and interoperates with other DLNA Certified Logo products.		N/A		N/A		N/A								N/A

		TC_DLNA_027		DLNA_010		Verify that Content Directory Service return metadata that includes content properties		Positive		Major		Media files with metadata on USB storage available.		1. Run DMP on home network device.
2. Selects the list of available DMS
3. Select Centro Stargate DMS
4. Select some content
5. Check metadata with content properties		The Content Directory Service MUST return metadata that includes content properties.				PASS

		TC_DLNA_028		DLNA_010		Verify that Content Directory Service return metadata that indicates the transfer protocols for each piece of content on the server.		Positive		Major		Media files with metadata on USB/SD storage available.		1. Run DMP on home network device.
2. Selects the list of available DMS
3. Select Centro Stargate DMS
4. Select some content
5. Check metadata with content properties		The Content Directory Service MUST return metadata that includes content properties.				PASS

		TC_DLNA_029		DLNA_010		Verify that Content Directory Service return metadata that indicates data formats that are supported  for each piece of content on the server.		Positive		Major		Media files with metadata on USB/SD storage available.		1. Run DMP on home network device.
2. Selects the list of available DMS
3. Select Centro Stargate DMS
4. Select some content
5. Check metadata with content properties		The Content Directory Service MUST return metadata that indicates data formats				PASS

		TC_DLNA_030		DLNA_011		Verify that Centro Stargate DMS provide to the DMPs information about width and height of pictures.		Positive		Major		Pictures with metadata tags on USB/SD storage available.		1. Run DMP on home network device.
2. Selects the list of available DMS
3. Select Centro Stargate DMS
4. Select some pictures
5. Check metadata of pictures		Centro Stargate DMS MUST provide to the DMPs information about width and height of pictures.				PASS

		TC_DLNA_031		DLNA_011		Verify that Centro Stargate DMS provide to the DMPs information about color depth of pictures.		Positive		Major		Pictures with metadata tags on USB/SD storage available.		1. Run DMP on home network device.
2. Selects the list of available DMS
3. Select Centro Stargate DMS
4. Select some pictures
5. Check metadata of pictures		Centro Stargate DMS MUST provide to the DMPs information about color depth of pictures.				PASS

		TC_DLNA_032		DLNA_011		Verify that Centro Stargate DMS provide to the DMPs information about size of pictures.		Positive		Major		Pictures with metadata tags on USB/SD storage available.		1. Run DMP on home network device.
2. Selects the list of available DMS
3. Select Centro Stargate DMS
4. Select some pictures
5. Check metadata of pictures		Centro Stargate DMS MUST provide to the DMPs information about size of pictures.				PASS

		TC_DLNA_033		DLNA_011.1		Verify that Centro Stargate DMS provide to the DMPs information about title of audio items.		Positive		Major		Audio items with metadata tags on USB/SD storage available.		1. Run DMP on home network device.
2. Selects the list of available DMS
3. Select Centro Stargate DMS
4. Select some audio items
5. Check tag "title" of audio items		Centro Stargate DMS MUST provide to the DMPs information about title of audio items.				PASS

		TC_DLNA_034		DLNA_011.1		Verify that Centro Stargate DMS provide to the DMPs information about creator of audio items.		Positive		Major		Audio items with metadata tags on USB/SD storage available.		1. Run DMP on home network device.
2. Selects the list of available DMS
3. Select Centro Stargate DMS
4. Select some audio items
5. Check tag "creator" of audio items		Centro Stargate DMS MUST provide to the DMPs information about creator of audio items.				PASS

		TC_DLNA_035		DLNA_011.1		Verify that Centro Stargate DMS provide to the DMPs information about album of audio items.		Positive		Major		Audio items with metadata tags on USB/SD storage available.		1. Run DMP on home network device.
2. Selects the list of available DMS
3. Select Centro Stargate DMS
4. Select some audio items
5. Check tag "album" of audio items		Centro Stargate DMS MUST provide to the DMPs information about album of audio items.				PASS

		TC_DLNA_036		DLNA_011.1		Verify that Centro Stargate DMS provide to the DMPs information about genre of audio items.		Positive		Major		Audio items with metadata tags on USB/SD storage available.		1. Run DMP on home network device.
2. Selects the list of available DMS
3. Select Centro Stargate DMS
4. Select some audio items
5. Check tag "genre" of audio items		Centro Stargate DMS MUST provide to the DMPs information about genre of audio items.				PASS

		TC_DLNA_037		DLNA_011.1		Verify that Centro Stargate DMS provide to the DMPs information about duration of audio items.		Positive		Major		Audio items with metadata tags on USB/SD storage available.		1. Run DMP on home network device.
2. Selects the list of available DMS
3. Select Centro Stargate DMS
4. Select some audio items
5. Check tag "duration" of audio items		Centro Stargate DMS MUST provide to the DMPs information about duration of audio items.				PASS

		TC_DLNA_038		DLNA_011.1		Verify that Centro Stargate DMS provide to the DMPs information about bit rate of audio items.		Positive		Major		Audio items with metadata tags on USB/SD storage available.		1. Run DMP on home network device.
2. Selects the list of available DMS
3. Select Centro Stargate DMS
4. Select some audio items
5. Check tag "bit rate" of audio items		Centro Stargate DMS MUST provide to the DMPs information about bit rate of audio items.				PASS

		TC_DLNA_039		DLNA_011.2		Verify that Centro Stargate DMS provide to the DMPs information about title of video item.		Positive		Major		Video items with metadata tags on USB/SD storage available.		1. Run DMP on home network device.
2. Selects the list of available DMS
3. Select Centro Stargate DMS
4. Select some video items
5. Check tag "title" of video items		Centro Stargate DMS MUST provide to the DMPs information about title of video items.				PASS

		TC_DLNA_040		DLNA_011.2		Verify that Centro Stargate DMS provide to the DMPs information about bit rate (video/adio) of video item.		Positive		Major		Video items with metadata tags on USB/SD storage available.		1. Run DMP on home network device.
2. Selects the list of available DMS
3. Select Centro Stargate DMS
4. Select some video items
5. Check tag "bit rate" of video items		Centro Stargate DMS MUST provide to the DMPs information about bit rate (video/adio) of video items.				PASS

		TC_DLNA_041		DLNA_011.2		Verify that Centro Stargate DMS provide to the DMPs information about size of video item.		Positive		Major		Video items with metadata tags on USB/SD storage available.		1. Run DMP on home network device.
2. Selects the list of available DMS
3. Select Centro Stargate DMS
4. Select some video items
5. Check tag "size" of video items		Centro Stargate DMS MUST provide to the DMPs information about size of video items.				PASS

		TC_DLNA_042		DLNA_011.2		Verify that Centro Stargate DMS provide to the DMPs information about duration of video item.		Positive		Major		Video items with metadata tags on USB/SD storage available.		1. Run DMP on home network device.
2. Selects the list of available DMS
3. Select Centro Stargate DMS
4. Select some video items
5. Check tag "duration" of video items		Centro Stargate DMS MUST provide to the DMPs information about duration of video items.				PASS

		TC_DLNA_043		LN_1.6		The UPnP behavior of the Application Part MUST be as follows:
Broadcasted Name: Swisscom Internet-Box (Media)
Manufacturer: Siligence
Model: Internet-Box http://www.swisscom.ch/internetbox
Modelnumber: SGA441SW (on tr-069 the model name is different)
Device webpage: http://internetbox
Serialnumber: <<Device serialnumber>>
Broadcasted picture: Swisscom company logo in color		Positive		Major										PASS

		TC_DLNA_047				Verifiy that language of folders the same with LCD.		Positive		Major		English language as default		1. Go to the WEB UI "Internet-Box"->"Display"
2. Change language of LCD to German
3. Go to the "Cental Storage"
4. Disable Media Sharing.
5. Then enable Media Sharing.
6. Run DMP on home network device.
7. Selects the list of available DMS
8. Select Internet-Box DMS
9. Chrck language of all folders.		All folders must be in German.				PASS

		TC_DLNA_048				Verifiy that language of folders the same with LCD.		Positive		Major		English language as default		1. Go to the WEB UI "Internet-Box"->"Display"
2. Change language of LCD to Italian
3. Go to the "Cental Storage"
4. Disable Media Sharing.
5. Then enable Media Sharing.
6. Run DMP on home network device.
7. Selects the list of available DMS
8. Select Internet-Box DMS
9. Chrck language of all folders.		All folders must be in Italian.				PASS

		TC_DLNA_049				Verifiy that language of folders the same with LCD.		Positive		Major		English language as default		1. Go to the WEB UI "Internet-Box"->"Display"
2. Change language of LCD to French
3. Go to the "Cental Storage"
4. Disable Media Sharing.
5. Then enable Media Sharing.
6. Run DMP on home network device.
7. Selects the list of available DMS
8. Select Internet-Box DMS
9. Chrck language of all folders.		All folders must be in French.				PASS









































































































































































































































































































Cloud Sync

		ID		Related Requirement ID		Validation		Approach		Priority		Pre conditions		Steps		Expected Result		Environment		PASS/FAIL		Defect ID		Tester		Comments

		TC_CLOUD_001		NAS_052		Verifying selection of files and folders for backup.		Positive		Major		AP running. Cloud Serviceis selected as a Cloud backup server and authorized via WEBUI. SD-card and 1 USB stick are connected to the board - both with some folders and files inside.		1. Login to WEBUI.
2. Go to Storage and Media - Cloud Sync.
3. Check the Storage Devices list.
ER: SD and USB1 are available.
4. Expand them.
ER: underlying folders and files are shown. The storage devices and underlying folders and files have sync checkboxes.
5. Enable checkboxes for the storages and apply changes.
ER: The whole storages' inventory was backed up to cloud.
6. Enable only checkboxes for some 1st level folders and files, apply changes.
ER: Now only the selected files/folders are backed up.
7. Remove the SD-card and the USB-stick.
ER: No files or folders are now backed up.		in Steps				PASS

		TC_CLOUD_002		NAS_052.1		HTTPS protocol MUST be used for cloud sync.		Positive		Major		NA		NA		NA				PASS

		TC_CLOUD_004		NAS_054		The User must be able to setup Sync option in WebUI only.		Positive		Major		NA		NA		NA				PASS

		TC_CLOUD_005		NAS_055		Centro Stargate must be integrated with the Cloud Servicecloud service.		Positive		Major		NA		NA		NA				PASS

		TC_CLOUD_006		NAS_056		The users authenticating for Cloud ServiceMUST be done using OAuth1 protocols.		Positive		Major		NA		NA		NA				PASS

		TC_CLOUD_007		NAS_057		The latest available version of the cloud services REST API MUST be used for all other requests:
 - Cloud Service- REST API v.1;		Positive		Major		NA		NA		NA				PASS

		TC_CLOUD_008		NAS_058		Verify Cloud Sync setup in WEBUI/make sure no sync is available unless setup is correctly done.		Positive		Major		AP is running. AP has factory settings applied. Empty test Cloud Serviceaccount. Some folders and files available on NAS.		1. Verify data available on NAS.
2. Verify clean Cloud Serviceinventory.
3. Login to WEBUI.
4. Go to Storage and Media - Cloud Sync.
5. Don't choose Cloud Backup service and click Skip.
6. In Storage Devices list try to backup folders and files.
ER: WEBUI validation doesn't allow backup, Cloud Serviceaccount is still empty.
7. Back in WEBUI click Select to choose a Cloud service and click to login.
8. Try to backup folders and files again.
ER: backup successfully done. The chosen files are available at Dropbox.		in Steps				PASS

		TC_CLOUD_009		NAS_058.4		Verify redirect to Cloud Servicelogin screen in case the user has no Cloud Serviceaccount..		Positive		Major		AP is running. AP has factory settings applied. No Cloud Servicecredentials saved in browser cookies. Some folders and files available on NAS.		1. Login to WEBUI.
2. Go to Storage and Media - Cloud Sync.
3. Choose Cloud Serviceand click on Log In.		Cloud Servicelogin screen opens in same browser tab.				PASS

		TC_CLOUD_010		NAS_058.5		Centro Stargate MUST remember only one credentials of current cloud service.		Positive		Major		AP is running. 2 test Cloud Serviceaccounts available. One of them is authorised in WEBUI.		1. Login to WEBUI.
2. Go to Storage and Media - Cloud Sync.
3. Sync data and check inventory of the 2 Cloud Serviceaccounts.
ER: the authorised account received the backup data, the second one didn't.
4. In WEB UI reauthorise Cloud Servicefrom the first account to the second.
5. Choose to sync and check the 2 Cloud Serviceaccounts again.
ER: the second account now also has the data chosen in WEBUI.
6. In NAS modify 1 folder and 1 file chosen for backup.
7. Check the Cloud Serviceaccounts.
ER: only the second one has the 'step6' folder and file updated.		in Steps				PASS

		TC_CLOUD_011		NAS_059		Verify indication of the chosen cloud service in WEBUI.		Positive		Major		AP is running. User has authorized a Cloud Serviceaccount in WEBUI.		1 Login to WEBUI.
2. Check th Overview page.
ER: there's an indication that Cloud Serviceis connected.
3. Go to Storage and Media - Cloud Sync.
ER: there's an indication that Cloud Serviceis connected.		in Steps				PASS

		TC_CLOUD_012		NAS_063		Verify mandatory reauthorisation in a cloud service when getting back to a previously used cloud service.		Positive		Major		AP is running. User has authorized a Cloud Serviceaccount in WEBUI.		1  Login to WEBUI.
2. Go to Storage and Media - Cloud Sync.
3. Logout of Dropbox.
4. Authorise in another cloud service.
5. Unauthorise.
6. Choose Cloud Serviceagain.		Cloud Servicesync isn't working instantly, re-authorisation is required.				PASS

		TC_CLOUD_013		NAS_066
NAS_066.7		Verify automatic cloud sync feature for changing the synced folders/files in NAS.		Positive		Major		AP is running. User has authorized a Cloud Serviceaccount in WEBUI. Files and folders available on NAS. Automatic Backup was enabled for Cloud Sync.		1 Login to WEBUI.
2. Go to Storage and Media - Cloud Sync.
3. Choose to backup several files and folders.
4. Check Cloud Serviceinventory.
ER: the chosen data was backed up.
5. Go to NAS and among the synced data: delete 1 folder, modify 1 folder, delete 1 file, modify 1 file, create 1 file and 1 folder in one of the synced folders.
6. Check Cloud Serviceinventory.
ER: all the actions from step5 are reflected.		in Steps				FAIL		https://jira-swisscom.cogniance.com/browse/SA-1196
https://jira-swisscom.cogniance.com/browse/SA-1189

		TC_CLOUD_014		NAS_066.5
NAS_066.6		Verify adding/deleting items from the WEBUI sync list.		Positive		Major		AP is running. User has authorized a Cloud Service account in WEBUI. Files and folders available on NAS. Automatic Backup was enabled for Cloud Sync.		1  Login to WEBUI.
2. Go to Storage and Media - Cloud Sync.
3. Choose to backup several files and folders, apply.
4. Check Cloud Serviceinventory.
ER: the chosen data was backed up.
5. Uncheck some of the files folders from sync list.
6. Check Cloud Serviceinventory.
ER: the relevant items were removed.		in Steps		for GoogleDrive		FAIL		https://jira-swisscom.cogniance.com/browse/SA-1206

		TC_CLOUD_015		NAS_066.9
NAS_066.10
NAS_072.8
NAS_072.9		Verify continuous re-sync in case of not enough space on the cloud service.		Positive		Major		AP is running. User has authorized a Cloud Service account in WEBUI. Files and folders available on NAS. Automatic Backup was enabled for Cloud Sync. 10Mb space available on Dropbox.		1  Login to WEBUI.
2. Go to Storage and Media - Cloud Sync.
3. Choose to backup several files and folders totally > than 10Mb, apply.
ER: a message infroms that there was not enough space for sync. The unsuccessfully synced items are marked with an error icon. Error message on Overview page.
4. Wait for 15min, check the sync list. 
ER: the message remains, the error icons remain.
5. Go to Cloud Serviceand free enough space for backup.
6. Wait for 15min, check the sync list and Dropbox.
ER: the "errored" items were successfully backed up. All error messages and icons disappeared.
7. Reproduce the corner case again, try re-sync using the Sync button.
ER: Sync was successful - only for the "errored" items.		in Steps				FAIL

		TC_CLOUD_016		NAS_066.9
NAS_066.10
NAS_072.8
NAS_072.9		Verify continuous re-sync in case of Internet loss.		Positive		Major		AP is running. User has authorized a Cloud Service account in WEBUI. Files and folders available on NAS. Automatic Backup was enabled for Cloud Sync.		1  Login to WEBUI.
2. Go to Storage and Media - Cloud Sync.
3. Choose to backup several files and folders and disable Internet connection in process of backup.
ER: a message infroms that there are some problems with syncing. The unsuccessfully synced items are marked with an error icon. Error message on Overview page.
4. Wait for 15min, check the sync list.
ER: the message remains, the error icons remain.
5. Re-enable Internet connection, wait for 15min, check the sync list and Dropbox.
ER: the "errored" items were successfully backed up. All error messages and icons disappeared.
6. Reproduce the corner case again, try re-sync using the Sync button.
ER: Sync was successful - only for the "errored" items.		in Steps				FAIL

		TC_CLOUD_017		NAS_072		Verify Internet-Box folder creation in Cloud Serviceon authorising.		Positive		Major		AP is running. Cloud Service isn't authorised in WEBUI.		1  Login to WEBUI.
2. Go to Storage and Media - Cloud Sync.
3. Choose Cloud Serviceand click to Log In. 
4. Input valid credentials and finalise the authorisation.
ER: WEBUI informs about successful authorisation.
5. Login straight to Dropbox.
ER: Internet-Box folder was created.		in Steps				FAIL		https://jira-swisscom.cogniance.com/browse/SA-1219

		TC_CLOUD_018		NAS_072.1		If at first login/sync to cloud service it's already has "Internet-Box" folder, then synchronzation MUST be done to this folder.		Positive		Major				TRS changed, TBD						PASS

		TC_CLOUD_019		NAS_072.2		Verify no duplication in DB		Positive		Major		AP running, USB disk, SD card		1. Connect the same usb storage device two times.
2. Connect the same SD card device two times.
2. Check the DB		One record should be in device list in Gateway DB				N/A

		TC_CLOUD_020		NAS_072.2.1		Maximun number of SD card or USB storage devices remembered in the Gateway DB MUST be 20.
If Gateway DB is full, then to add information about new device, record about device which has longest not connected  time period MUST be replaced.		Positive		Major				TBD						N/A

		TC_CLOUD_021		NAS_072.3		Verify creation of relevant folders on cloud srvices during sync		Positive		Major		AP running. Test storages: SD card named "SD", USB stick named USB1, USB disk with 2 partitions named USBdisk1 and USBdisk2. The devices weren't synced yet.		1. Connect the test USB stick.
2. Connect the test USB disk.
3. Connect the test SD card.
4. Choose to sync them in WEB UI.
5. Go to the Cloud Service.		Dropbox\Internet-Box\SDcard_name
Dropbox\Internet-Box\USBdisk_name 
folders should be created				PASS

		TC_CLOUD_022		NAS_072.4		It MUST be checked for existing data records in the Gateway DB for every SD card or USB storage device added to sync list. If data for this device found in DB, then sync MUST be done to cloud service folder, specifieied for this device in DB.		Positive		Major				TBD						N/A

		TC_CLOUD_023		NAS_072.6		Verify that folders with same names don't get overwritten on the clod service		Positive		Major		AP is running. Cloud service is authorised in WEBUI.  Cloud service already contains the folder with  name="data"		1. Connect another USB device with the same label name
2. Run sync
ER: New folder should be created on cloud service. Folder Name should be "data_1".
3. Repeat step 1-2
ER:  New folder should be created on cloud service. Folder Name should be "data_2".
4.  Connect another USB device with "data_2" label name
5. Run sync
ER:  ""data_2_1"" folder should be created on cloud service. Corresponding records stored in GW DB						PASS

		TC_CLOUD_0024		NAS_072.7		Verify status icons for sync processes		Positive		Major		AP is running. Cloud Service is authorised in WEBUI. USB device should contain folders and files		1. Connect USB storage device
2. GO to WebUI>Central Storage> Sync list and select all files
3. Start sync and disconnect board from internet
ER: Sync is faild. Appropriate icons are displayed
4. Connect board to internet
5. Click Syncronize button
ER: Sync is in progress. apropriate icons are displayed
6. Wait for sync finishing
ER: Sync is finished. Apropriate icons are displayed						FAIL		https://jira-swisscom.cogniance.com/browse/SA-1221

		TC_CLOUD_025		NAS_073		Verify correspondent folder structure between synced NAS items and Dropbox.		Positive		Major		AP is running. Cloud Serviceis authorised in WEBUI and synced.		1. Connect an SD card and a USB stick to NAS.
2  Login to WEBUI.
3. Go to Storage and Media - Cloud Sync.
4. Ensure SD card and and the USB stick are synced.
5. Go to NAS and create a folder "1" in SD and "2" in USB storage. Also create folder 11 in 1 and 22 in 2.
6. Go straight to Dropbox.
ER:  Dropbox/Internet-Box/SD/1/11 and
Dropbox/Internet-Box/USB1/2/22 folders were created.		in Steps.				FAIL		https://jira-swisscom.cogniance.com/browse/SA-1189
https://jira-swisscom.cogniance.com/browse/SA-1223

		TC_CLOUD_026		NAS_079		Verify behavior on changing credentials on the synced cloud service.		Positive		Major		AP is running. Cloud Service is authorised in WEBUI and synced.		1. Go to Dropbox.
2. Change the test account password.
3. Make sure a sync attempt happens after that(e.g. change some of the synced files name)
ER: A password error is displayed on LCD display, WEBUI Overview, WEBUI Storage and Media section.
4. In WEBUI choose to reauthorise to Dropbox. 
ER: sync to Cloud Servicerestored. All arror messages disappeared.						FAIL		https://jira-swisscom.cogniance.com/browse/SA-1224				LCD Message (5.23):
"Cloud sync login error!
Your cloud sync cannot be 
performed due to a login error. 
Please check your cloud 
username and password on the 
Web User Interface."

		TC_CLOUD_027		NAS_053.2
NAS_053.1		Verify Cloud -> NAS sync for fully synced storages		Positive		Major		AP is running. Cloud Service is authorised in WEBUI and synced. USB storage devices are connected. Device is fully added  to sync list		1. Cloud Service: create new first level folder and upload few files to the SD card or USB storage folder on cloud service
2. Cloud Service: upload file to the correspondent folder assosiated with SD card or USB
3. Go to WebUI>Central Storage and make sync manualy
ER: new folder with content and new file should appear in cloud sync list and NAS.						FAIL		https://jira-swisscom.cogniance.com/browse/SA-1196
https://jira-swisscom.cogniance.com/browse/SA-1189

		TC_CLOUD_028		NAS_053.2
NAS_053.1		Verify Cloud -> NAS sync for unsynced or partly synced storages		Positive		Major		AP is running.Cloud Service is authorised in WEBUI. Test USB disk and SD card are not synced but were synced before.		1. Cloud Service: create some folders and files inside of "storage" folders.
2. Cloud Service: create the second lvl folder and upload file to the second lvl folders.
3. Go to WebUI>Central Storage>Cloud Sync and run sync manualy
ER: new files and folder should be displayed in storage devices sync list. It should  be displayed as virtual folder and files.
It shouldn't be present on device
4. In WEB UI click to sync some virtual files.
5. Go to the Cloud Srvice and create some more folders and files.
6. Go to WebUI>Central Storage>Cloud Sync and run sync manualy
ER: new files and folder should be displayed in storage devices sync list. It should  be displayed as virtual folder and files.
It shouldn't be present on device						FAIL		https://jira-swisscom.cogniance.com/browse/SA-1196
https://jira-swisscom.cogniance.com/browse/SA-1189

		TC_CLOUD_029		NAS_053.3		Verify that unchecked folders/files get deleted from the cloud.		Positive		Major		AP is running. Cloud Service is authorised in WEBUI and synced. Storage devices are connected		1. In WEBUI sync list uncheck some first level folders and files.
ER: the items were deleted from the cloud.
2. Uncheck the complete USB and SD storages.
ER: the items were deleted from the cloud.						FAIL		https://jira-swisscom.cogniance.com/browse/SA-1206				RC3

		TC_CLOUD_030		NAS_055.2		Centro Stargate MUST be integrated with Google Drive cloud service.		Positive		Major		NA		NA						PASS

		TC_CLOUD_031		NAS_056.1		The users authenticating  for Google Drive MUST be done using OAuth2 protocols.		Positive		Major		NA		NA						PASS

		TC_CLOUD_032		NAS_057		The latest available version of the cloud services REST API MUST be used for all other requests:
- GoogleDrive - REST API v.2;		Positive		Major		NA		NA						PASS

		TC_CLOUD_033		NAS_061		Verify content behavior on changing the cloud service		Positive		Major		AP is running. Cloud service is authorised in WEBUI and synced. USB storage devices are connected		1. Go to WebUI>Central Storage
2. Logout from Dropbox
3. Authorize to Google Chrome
ER: Sync list SHOULD be synced to the new cloud.
 Data should not be removed from dropbox
4.  Logout from Google Chrome
3. Authorize to Dropbox
ER: Sync list SHOULD be synced to the new cloud.
 Data should not be removed from Google Drive						FAIL

		TC_CLOUD_034		NAS_066.8		Verify Sync button behavior		Positive		Major		AP is running. Cloud service is authorised in WEBUI and not synced. USB storage devices are connected.		1. Go to WebUI>Central Storage>Cloud Sync
2. Select a part of content in sync list of the device and click Apply
3. Unplug internet cable. Sync button should appear. Unsyncing content should be displayed with red marker
4. Click "Sync" button
ER:  Sync is failed. Error message is displayed
5. Connect device to internet again
6. Click "Sync" button
ER:
Sync process for device MUST be started						N/A				Sync button not present on WEB UI

		TC_CLOUD_035		NAS_068		Sync process MUST end AND the selected files MUST NOT be synced if the User changed cloud service account or account settings in Web UI.		Positive		Major		NA		NA						FAIL		https://jira-swisscom.cogniance.com/browse/SA-1224

		TC_CLOUD_036		NAS_072.5		Verify name storage folder name changing if the label was changed locally		Positive		Major		AP is running. Cloud service is authorised in WEBUI and synced. USB and SD storage devices are connected.		1. Go to WebUI
2. Change USB and SD device names
AR: correspondent folder name on the cloud service should be changed the same like device name						N/A

		TC_CLOUD_037		NAS_072.9		Verify warning icons/messages for unsuccessful sync.		Positive		Major		AP is running. Cloud service is authorised in WEBUI and not synced.
SD card and 2 USB disks are connected.		1. In WEBUI click to sync the whole SD card.
2. Unplug the SD card while backup is in progress.
ER: appropriate message (tooltip) MUST be shown at Central Storage -> Cloud Sync tab for corespondent devices, folders or files AND warning icon MUST be shown at Overview page AND warning message MUST be shown in popup window for Cloud Service in Overvew page.
3. Click to sync the 2 USB disks and also  unplug them while backup is in progress.
ER: appropriate message (tooltip) MUST be shown only for the SD card(first device)						N/A

		TC_CLOUD_038		NAS_072.9.1		The Stargate MUST remember device, folders and files sync options for every SD card or USB storage device added to Gateway DB.		Positive		Major		NA		NA						PASS

		TC_CLOUD_039		NAS_078		If there is not enough capacity in the selected cloud account to sync all Stargate sync list data, the alert message MUST be shown:
- on Centro Stargate LCD display;
- in Home Network Overview page and Central Storage section on the Web UI;
 
An error message MUST be shown as long as the issue with capacity is not fixed.		Positive		Major		AP is running. Cloud service is authorised in WEBUI and not synced. USB storage devices are connected. Cloud service capacity < device space amount		1. Go to WebUI>Central Storage>Cloud Sync
2. Select all folders to sync
3. Run sync
ER: "Maximum cloud sync space 
reached!
Please increase your cloud sync 
space or remove data to be 
synced up into the cloud" Error should be displayed:
- on Centro Stargate LCD display;
- in Home Network Overview page and Central Storage section on the Web UI;
 
An error message MUST be shown as long as the issue with capacity is not fixed.						FAIL		https://jira-swisscom.cogniance.com/browse/SA-1175				LCD Message (5.22a):
"Maximum cloud sync space 
reached!
Please increase your cloud sync 
space or remove data to be 
synced up into the cloud."

		TC_CLOUD_040		NAS_078.1		If there is not enough capacity in the SD card or USB storage device attached to Stargate NAS to sync all Stargate sync list data from selected cloud account, the alert message MUST be shown:
- on Centro Stargate LCD display;
- in Home Network Overview page and Central Storage section on the Web UI;
 
An error message MUST be shown as long as the issue with capacity is not fixed.		Positive		Major		AP is running. Cloud service is authorised in WEBUI and not synced. USB storage devices are connected. Cloud service folder size > device capacity		1. Go to WebUI>Central Storage>Cloud Sync
2. Select all folders to sync
3. Run sync
ER: "Maximum Central Storage sync
space reached!
Please go to Central Storage Cloud
Sync on the Web User Interface 
to change your sync settings. "Error should be displayed:
- on Centro Stargate LCD display;
- in Home Network Overview page and Central Storage section on the Web UI;
 
An error message MUST be shown as long as the issue with capacity is not fixed.						FAIL						LCD Message (5.22b):
"Maximum Central Storage sync
space reached!
Please go to Central Storage Cloud
Sync on the Web User Interface 
to change your sync settings."



























WEB UI Checklist

		ID		Related Requirement ID		Validation		PASS/FAIL		Defect ID		Tester		Comments

		TC_WebUI_001		WebUI_001		Centro Stargate WebUI MUST be compatible with Internet Explorer browser - at least following versions must be supported:
- IE 8;
- IE 9;
- IE 10.		PASS				AM

		TC_WebUI_001.1		WebUI_001.1		If the User enters WebUI with IE7 browser, the user gets a static page to see, with the proposal to ugrade his browser (including Link to Microsoft download page). We do not allow to access Web UI with IE7 at all.		FAIL		https://jira-swisscom.cogniance.com/browse/SA-1081		AM

		TC_WebUI_002		WebUI_002		Centro Stargate WebUI MUST be compatible with Google Chrome browser - v24, v25		PASS						according to may browser statisrics:
C24 - 0,5%, C25 - 1,4%, C26 - 38,4%, C27 - 10% and it is make sens to support C26, C27 and don't support C24,25

		TC_WebUI_003		WebUI_003		Centro Stargate WebUI MUST be compatible with Firefox browser - v19, v20		PASS						according to may browser statisrics:
FF 19 - 0.9%, FF20 - 14%, FF21 - 6.5% and it is make sens to support ff21 and don't support ff19

		TC_WebUI_004		WebUI_004		Centro Stargate WebUI MUST be compatible with Safari browser - v5, v6.		PASS

		TC_WebUI_005		WebUI_005		Centro Stargate WebUI MUST be compatible with mobile browsers - at least the following must be supported:
- Chrome mobile; 
- Firefox mobile;
- iPhone;
- Android Phones;
- iPad;
- Andoid Tablets.		FAIL						Compatible with
- Android Phone
- iPhone

Some mobile browsers aren't supported and weren't tested, will be finaloised for RC-3

		TC_WebUI_008		WebUI_008		The User MUST be able to change the language of Centro Stargate Web UI. The drop down list contains the supported languages (in accordance to SL_1.1.) MUST be available for the User at every page of the Web UI in accordance with approved design mockups.		FAIL		https://jira-swisscom.cogniance.com/browse/SA-1089
https://jira-swisscom.cogniance.com/browse/SA-1088
https://jira-swisscom.cogniance.com/browse/SA-1090
https://jira-swisscom.cogniance.com/browse/SA-1091
https://jira-swisscom.cogniance.com/browse/SA-1092
https://jira-swisscom.cogniance.com/browse/SA-1093
https://jira-swisscom.cogniance.com/browse/SA-1094
https://jira-swisscom.cogniance.com/browse/SA-1095
https://jira-swisscom.cogniance.com/browse/SA-1096
https://jira-swisscom.cogniance.com/browse/SA-1097		AM		English and German language are implemented

		TC_WebUI_009		WebUI_009		The changes done to the settings in Web UI except changes done with switches MUST be applied only after the User presses "Apply" button (or other suitable button for specific case).		PASS

		TC_WebUI_009.2		WebUI_009.2		The changes of switch state MUST be applied immediately.		PASS						media and data tumbler not functional

		TC_WebUI_009.3		WebUI_009.3		Apply button MUST become active only when some changes mande on the page.		PASS

		TC_WebUI_009.4		WebUI_009.4		Apply button MUST become inactive after changes has been applied on the page.		PASS

		TC_WebUI_010		WebUI_010		"Cancel" button MUST become active only when the User has started making changes/editing, so he MAY be able to revert these changes to the default/previously saved settings.		PASS

		TC_WebUI_011		WebUI_011		If the User has done some settings changes at the page and leaves the page without saving changes, the appropriate message MUST be shown to the user before leave the page.		FAIL		https://jira-swisscom.cogniance.com/browse/SA-911

		TC_WebUI_012		WebUI_012		The User MUST be able to switch between two modes: "Standard" and "Expert" mode in Web UI. The appropriate control MUST be available at every page in WebUI.		PASS				AM

		TC_WebUI_013		WebUI_013		When the User enter WebUI for the first time "Standard" mode MUST be shown. Next time WebUI MUST be shown in the mode saved in cookies.		PASS

		TC_WebUI_015.3		WebUI_015.3		The appropriate pop up window  MUST appear when the User click on any icon at Home Network Overview page. This pop up window MUST disappear when the User click on icon or any space outside of pop up window.		FAIL		https://jira-swisscom.cogniance.com/browse/SA-862		AM		No pop up window on Cloud icon and on phone ports

		TC_WebUI_015.3.1		WebUI_015.3.1		The appropriate pop up window  MUST appear when the User click on any icon at Home Network Overview page while another pop up window is open. Currently open pop up window MUST be closed.		PASS				AM

		TC_WebUI_015.6		WebUI_015.6		If the User has done some settings changes at the page and leaves the page without saving changes, the appropriate message MUST be shown to the user before leave the page.
"Message:""There are changes on this page. You may lose recent changes by navigating away. Are you sure you want to leave this page?""[Leave this Page]     [Stay on this Page]"		FAIL		https://jira-swisscom.cogniance.com/browse/SA-1127		AM		Planned for RC-2.1

		TC_WebUI_016		WebUI_016		Centro Stargate WebUI MUST have a login page. The login page MUST be opened every time the User connects to the gateway Web UI.		PASS				AM

		TC_WebUI_016.1		WebUI_016.1		If no activity done in WebUI in browser for more then 10 minutes Centro Stargate MUST forward browser to the login page.		FAIL		https://jira-swisscom.cogniance.com/browse/SA-723

		TC_WebUI_017		WebUI_017		Default user name for logging in MUST be "admin". The User MUST NOT be able to change the user name at the login page. This field MUST be disabled.		PASS				AM

		TC_		WebUI_018		Gateway Password field MUST be required.		PASS				AM

		TC_WebUI_019		WebUI_019		By default the password characters which the user is entering to "Gateway Password" field MUST be shown as encrypted, as dot for each character.		PASS				AM

		TC_WebUI_020		WebUI_020		If the User enables "Show Password", the password characters which the user is entering/entered MUST be shown as they are.		PASS				AM

		TC_WebUI_021		WebUI_021		Admin password MUST be compliant with TRM requirement SG_SEC_1.9.		PASS				AM		Checked: Router - Settings - Internetbox login

		TC_WebUI_022		WebUI_022		It MUST be possible to paste the copied password into "Gateway Password" field.		PASS				AM

		TC_WebUI_023		WebUI_023		Log in button MUST be disabled by default. It MUST become enabled if the required fields are not empty.		PASS				AM

		TC_WebUI_024		WebUI_024		If the entered password (login+password) is valid:
- Web UI MUST indicate the User is successfully logged in at every page, AND
- the User MUST be transferred to the "Overview" page.		PASS				AM

		TC_WebUI_025		WebUI_025		If the entered password is not valid:
-  the User MUST stay at the "Login" page, and
-  the appropriate alert message MUST be shown.		N/A		https://jira-swisscom.cogniance.com/browse/SA-1113		AM

		TC_WebUI_034		WebUI_034		Home Network Overview page MUST show the home network devices, that are:
 - currently connected		FAIL		https://jira-swisscom.cogniance.com/browse/SA-1005				RC3

		TC_WebUI_035		WebUI_035		Pages which has list of devices MUST be updated every 10 second, if different behavior not described.		N/A						NP related. On Overview it's instant, on Central Storage requires manual refresh

		TC_WebUI_037		WebUI_037		System MUST detect and recognize the device type and show the appropriate device type icon at the Home Network Overview:
 - PC;
 - Laptop;
 - Network Storage;
 - Powerline device;
 - IP radio;
 - Game console;
 - Mobile phone;
 - Access point;
 - Set Top Box;
 - Printer;
 - Phone;
 - DECT;
 - USB Disk;
 - SD Card;
 - Tablet;		N/A						initial implementation, 1 type of icons for all devices

		TC_WebUI_038		WebUI_038		The pop-up window with device and connection info MUST appear when the User clicks on the device icon at the Home Network Overview.		PASS				AM

		TC_WebUI_039.1		WebUI_039.1		Name of connected cloud service MUST be shown on Overview page above cloud icon.		FAIL		https://jira-swisscom.cogniance.com/browse/SA-1001		RA		need to check

		TC_WebUI_039.2		WebUI_039.2		If no cloud service connected cloud icon MUST NOT be shown on Overview page.		FAIL		https://jira-swisscom.cogniance.com/browse/SA-863		RA		need to check

		TC_WebUI_056		WebUI_056		If the system can't recognize the device type or can't find the appropriate device icon to show, the default device icon MUST be shown for each group of devices (Wired, WiFi, Phones, USD device).
INFO: For different groups of devices it has to be different default icon.		N/A						basic implementation

		TC_WebUI_057		WebUI_057		The User MUST be able to change the device name and the device type icon via "Customize" option. 
Only icons assigned for certain type of device MUST be shown.		FAIL		https://jira-swisscom.cogniance.com/browse/SA-662		AM

		TC_WebUI_058		WebUI_058		The User MUST be able to enable/disable parental control for the specific device at the overview page.		N/A		https://jira-swisscom.cogniance.com/browse/SA-865		AM		RC3

		TC_WebUI_070		WebUI_070		The new password MUST be compliant with TRM requirement SG_SEC_1.9.		FAIL						can't change the password now

		TC_WebUI_076		WebUI_076		After the device reboot the Gateway always MUST go to login page.		PASS		https://jira-swisscom.cogniance.com/browse/SA-1085		DS

		TC_WebUI_096		WebUI_096		The "Display Interface Language" menu MUST show the current language set at the gateway LCD display.		PASS						HW-related, checked with GE and EN languages

		TC_WebUI_096.1		WebUI_096.1		The User MUST be able to change LCD Interface Language in "Display Interface Language" menu.		PASS						HW-related

		TC_WebUI_098		WebUI_098		"WiFi Settings" page MUST be different in "Standard" and "Expert" modes:
"Standard" mode MUST contain only:
   - WiFi Name (SSID);
   - WiFi Password;
   - Show Password; 
   - Data Encryption.
 - Manage Dualband.
- Add Wi-Fi device button

"Expert" mode MUST extend "Standard" mode with the following:
  - Activate WiFi checkbox;   
  - SSID Visibility;
  - Channel;
  - Operating Mode;
  - Manage Dualband.
- Add Wi-Fi device button		FAIL		https://jira-swisscom.cogniance.com/browse/SA-1129		AM

		TC_WebUI_101		WebUI_101		The appropriate message MUST be shown to the User to confirm the switching to "Combined" mode. Only after the User confirms the switching, the WiFi settings MUST be changed. 

If all parameters of 2.4GHz and 5GHz WiFi network are the same, message MUST NOT be shown.		PASS				AM

		TC_WebUI_101.1		WebUI_101.1		When the User switching from "Combine" to "Separate" mode, two different tab MUST be shown in WebUI for 2.4GHz and 5GHz.		PASS				AM

		TC_WebUI_101.2		WebUI_101.2		Appropriate warning message MUST be shown immidiatelly to the User if he deactivated "Activate WiFi  2.4GHz" or "Activate WiFi  5GHz" check box.		PASS				AM

		TC_WebUI_102		WebUI_102		If the User switches from "Combined" to "Separate" mode, the WiFi settings set for combined mode MUST be applied for both 2,4 GHz and 5 GHZ modes by default. The User MUST be able to change them if he wants later.		FAIL		https://jira-swisscom.cogniance.com/browse/SA-867		AM		Updated steps

		TC_WebUI_104		WebUI_104		The User MUST be able to change the "WiFi Name (SSID)" at Manage WiFi Settings page.		PASS				AM

		TC_WebUI_104.1		WebUI_104.1		Appropriate warning message MUST be shown to the User if "WiFi Name (SSID)" field is empty or does not comply with WL_6.0.
"The GUI must limit the allowed characters for the SSID to:
0..9
A..Z
a..z
-  (dash)
(space)

At least 3 characters MUST be used
At most 32 character MUST be used"		FAIL				AM		Special characters are accepted

		TC_WebUI_105		WebUI_105		The User MUST be able to change the "WiFi Password" at Manage WiFi Settings page.		PASS				AM

		TC_WebUI_105.1		WebUI_105.1		If in Encription drop down menu "No Ecnryption" selected WiFi Password field MUST be disabled.		PASS				AM

		TC_WebUI_106		WebUI_106		WiFi password MUST be compliant with WL_6.1
The GUI must limit the allowed characters for the WiFi Key to
0..9
A..Z
a..z
-  (dash)
_ (underscore)
 (space)

At least 8 characters MUST be used
At most 64 character MUST be used		FAIL		https://jira-swisscom.cogniance.com/browse/SA-1110		AM

		TC_WebUI_106.1		WebUI_106.1		User MUST be warned with popup message about password requirements when he creating or changing password at Manage WiFi Settings page.		PASS

		TC_WebUI_116		WebUI_116		When "Activate Guest WiFi" is deactivated, all other settings for "Guest WiFi" MUST be disabled at the page.		pass				AM

		TC_WebUI_117		WebUI_117		By default Guest WiFi Name and Password MUST be generated by the system automatically and shown in the correspondent fields. The User MUST be able to change these SSID and password. 

Note: SSID and password will be generated once, if the User change it WILL NOT be generated again.		PASS

		TC_WebUI_118		WebUI_118		Guest WiFi password MUST be compliant with WL_6.1		FAIL		https://jira-swisscom.cogniance.com/browse/SA-781

		TC_WebUI_118.1		WebUI_118.1		User MUST be warned with popup message about password requirements when he creating or changing password at Manage WiFi Settings page.		pass		https://jira-swisscom.cogniance.com/browse/SA-781

		TC_WebUI_124		WebUI_124		If Deactivate Guest WiFi time is set, the time when it will be switched off MUST be shown behind this field. If No auto disabling option chosen in drop box time MUST NOT be shown.		fail		https://jira-swisscom.cogniance.com/browse/SA-916

		TC_WebUI_124.1		WebUI_124.1		The "Diactivate Guest WiFi after" menu MUST show the current deactivation period of time set at the gateway LCD display.		fail		https://jira-swisscom.cogniance.com/browse/SA-870

		TC_WebUI_124.2		WebUI_124.2		The User MUST be able to change deactivation time period in "Deactivate Guest WiFi after" menu.		fail		https://jira-swisscom.cogniance.com/browse/SA-871

		TC_WebUI_129		WebUI_129		If "Activate WiFi Scheduling" is selected, the User MUST be able to change the time slots at the scheduler.		pass

		TC_WebUI_130		WebUI_130		If "Activate WiFi Scheduling" option is unchecked, all other controls and interactive scheduler MUST be disabled.		pass

		TC_WebUI_130.1		WebUI_130.1		If no time slot set in Scheduler then after pressing "Apply" button Scheduler MUST be disabled.		pass		https://jira-swisscom.cogniance.com/browse/SA-773

		TC_WebUI_133		WebUI_133		Currently connected devices MUST be shown on the top of the list: the devices with parental control settings first, then - without.		pass		https://jira-swisscom.cogniance.com/browse/SA-774

		TC_WebUI_134		WebUI_134		Recently connected devices MUST be shown below the currently connected devices: the devices with parental control settings first, then - without.		pass		https://jira-swisscom.cogniance.com/browse/SA-774

		TC_WebUI_135		WebUI_135		Each device record displayed  at "Device" page MUST have icon of connection type, device type and name.		pass						device icons in progress

		TC_WebUI_135.1		WebUI_135.1		When Parental Control section is open, details for the first device in the list MUST be shown.		pass		https://jira-swisscom.cogniance.com/browse/SA-775

		TC_WebUI_149		WebUI_149		"IP Settings" page MUST be different in "Standard" and "Expert" modes:
"Standard" mode MUST contain only:
- Gateway IP address;
- Subnet mask;
- DHCP settings.

"Expert" mode MUST extend "Standard" mode with the following:
- DMZ feature;		pass

		TC_WebUI_151		WebUI_151		The User MUST be able to change the gateway IP address. "Gateway IP Address" field MUST be editable.		pass

		TC_WebUI_152		WebUI_152		It MUST NOT be possible to enter unsupported symbols or invalid address into "Gateway IP Address" field. 
Address MUST fit to 192.168.0.0 - 192.168.255.255 (except see: TRM LN_6.1).		fail		https://jira-swisscom.cogniance.com/browse/SA-872

		TC_WebUI_153		WebUI_153		It MUST be possible to paste copied text into "Gateway IP Address" field.		pass

		TC_WebUI_155		WebUI_155		The User MUST be able to change the gateway subnet mask. "Subnet Mask" field MUST be editable.		pass

		TC_WebUI_155		WebUI_155		DHCP IP Range IP addresses MUST be in accordance with LN_6.1 by default.		fail		https://jira-swisscom.cogniance.com/browse/SA-1138

		TC_WebUI_156		WebUI_156		It MUST NOT be possible to enter unsupported symbols or invalid address into "Subnet Mask" field.
Allowed SUbnet mask is:
255.255.0.0
255.255.128.0
255.255.192.0
255.255.224.0
255.255.240.0
255.255.248.0
255.255.252.0
255.255.254.0
255.255.255.0
255.255.255.128
255.255.255.192
255.255.255.224
255.255.255.240
255.255.255.248
255.255.255.252
255.255.255.254
255.255.255.255		pass

		TC_WebUI_157		WebUI_157		If "Enable IP Address Distribution (DHCP)" option is checked, the User MUST be able to edit DHCP IP range.		pass

		TC_WebUI_158		WebUI_158		It MUST NOT be possible to enter unsupported symbols or invalid address into "DHCP IP range" fields. (see: TRM LN_6.1)		fail		https://jira-swisscom.cogniance.com/browse/SA-777

		TC_WebUI_159		WebUI_159		If "Enable IP Address Distribution (DHCP)" option is unchecked, the User MUST NOT be able to edit DHCP IP range. "DHCP IP Range" IP addresses fields MUST be disabled.		pass

		TC_WebUI_163		WebUI_163		If "Enable DMZ for Device" activated the User MUST be able to select a device from the drop down menu which MUST list all currently connected devices name and its IP addresses.		FAIL		https://jira-swisscom.cogniance.com/browse/SA-900				There are no IP addresses in the list, only device names

		TC_WebUI_167		WebUI_167		Port Forwarding page MUST contain the table of created rules (enabled and disabled).		PASS

		TC_WebUI_168.1		WebUI_168.1		Portforwarding rules created for TR-069 for ports 1024-1048 MUST NOT be shown in list of existing rules.		FAIL		https://jira-swisscom.cogniance.com/browse/SA-1222

		TC_WebUI_170		WebUI_170		If "Service" is set to "Use Predefined", the User MUST be able to select the service from the drop down service list:
FTP          TCP: 21         
Telnet     TCP: 23         
SMTP      TCP: 25         
TFTP        UDP: 69
HTTP       TCP: 80         
HTTPS     TCP: 443         
POP3       TCP: 110         
SNMP     UDP: 161		fail		https://jira-swisscom.cogniance.com/browse/SA-883				Will be updated according to the updated mockups soon

		TC_WebUI_171		WebUI_171		If the User selects the predefined service from the list, appropriate protocol and ports enabled for that rule, MUST be shown for the User - they MUST be uneditable.		FAIL		https://jira-swisscom.cogniance.com/browse/SA-882
https://jira-swisscom.cogniance.com/browse/SA-883				Will be updated according to the updated mockups soon

		TC_WebUI_202		WebUI_202		Device list page MUST contain the table of the WiFi and Ethernet currently connected  devices and the recently connected devices		pass

		TC_WebUI_202.1		WebUI_202.1		When Device List subsection is open, details for the first device in the list MUST be shown.		pass		https://jira-swisscom.cogniance.com/browse/SA-877

		TC_WebUI_203		WebUI_203		Recently connected devices MUST be shown at the end of the device list.		pass

		TC_WebUI_204		WebUI_204		The devices MUST be sorted by its IP address.		FAIL		https://jira-swisscom.cogniance.com/browse/SA-878

		TC_WebUI_205		WebUI_205		Each device record displayed  at "Device list" page MUST have:
 - device type icon; 
 - device name;
 - connection type icon;
 - SSID which the device is connected to;
 - WiFi interface to which device connected;
 - IP Address(es);
 - MAC-Address;
 - Portworwarding settings (if active for that device);
 - Parental Control Profile Name (if active for that device).		FAIL		https://jira-swisscom.cogniance.com/browse/SA-887				Showing field values are not implemented yet

		TC_WebUI_205.1		WebUI_205.1		If the User didn't change device name By default Device Name MUST show device DNS name.		FAIL		https://jira-swisscom.cogniance.com/browse/SA-886

		TC_WebUI_205.2		WebUI_205.2		The User MUST be able to chnage Device Name.		FAIL		https://jira-swisscom.cogniance.com/browse/SA-885				Not implemented yet according to Vitalii Iamborak

		TC_WebUI_230.1		WebUI_230.1		If the User add to sync list SDcrad or USB storage device, by checking device check-box, all folders and files of this device MUST be checked.		PASS

		TC_WebUI_231		WebUI_231		If the User will remove from sync list SDcard or USB storage device, by unchecking device check-box all folders and files MUST be unchecked.		PASS

		TC_WebUI_232		WebUI_232		If at list one folder or file of SDcard or USB storage device uncheked, device check box  MUST be show as partially checked (check-box with horizontal line inside).		PASS

		TC_WebUI_233		WebUI_233		If all folders and files of device is unchecked, device chek-box MUST be unchecked.		PASS

		TC_WebUI_234		WebUI_234		If all folders and files of device is checked, device check-box MUST be checked.		PASS

		TC_WebUI_235		WebUI_235		If device check-box status partially checked, next click MUST set device check-box to unchecked status.		PASS

		TC_WebUI_237		WebUI_237		If there sync problem happened with device/folder/file appropriate cloud icon MUST be shown on Overview page.		PASS						No internet connection

		TC_WebUI_238		WebUI_238		If the User will click on Sync button in Cloud Sync subsection then sync process MUST start right away, but only folders/files which need to be sync MUST be synchronized.		PASS

		TC_WebUI_239		WebUI_239		When Cloud Sync subsection is open, details for the first device in the device list MUST be shown.		PASS

		TC_WebUI_240		WebUI_240		If the User changed sync list options, page MUST NOT be refreshed until "Apply" button is pressed.		n/a		https://jira-swisscom.cogniance.com/browse/SA-659				No internet connection

		TC_WebUI_240.1		WebUI_240.1		If no time slot set in Scheduler then after pressing "Apply" button Scheduler MUST be disabled.		n/a		https://jira-swisscom.cogniance.com/browse/SA-656				due to technical limitation from SaH side. Contact Igor Korsun for details

		TC_WebUI_241		WebUI_241		When Storage and Media -> Settings subsection is open, details for the first device in the devce list MUST be shown.		PASS

		TC_WebUI_242		WebUI_242		If Central Storage access is switched off Cloud Sync MUST be disable.		n/a		https://jira-swisscom.cogniance.com/browse/SA-650				the issue reopened

		TC_WebUI_001.2		WebUI_001.2		Targeted screen resolution for WebUI MUST be 1366 x 768.		n/a

		TC_WebUI_006		WebUI_006		Web site functional compatibility SHOULD be proofed for the web browsers which are not listed above but have more then 5 % of usage at the day of release.		n/a

		TC_WebUI_006.1		WebUI_006.1		When the User enter WebUI Swisscom logo favicon MUST be show .		n/a

		TC_WebUI_006.2		WebUI_006.2		When the User enter WebUI browser tab header MUST show "Internet-Box" (name subject to change).		FAIL		https://jira-swisscom.cogniance.com/browse/SA-1080

		TC_WebUI_009.5		WebUI_009.5		When user press "Apply" button corresponding message MUST be shown on current page letting user to know ether changes was saved successfully or not.		FAIL		https://jira-swisscom.cogniance.com/browse/SA-1084

		TC_WebUI_011		WebUI_011		If the User has done some settings changes at the page and leaves the page without saving changes, the appropriate message MUST be shown to the user before leave the page.		N/A		https://jira-swisscom.cogniance.com/browse/SA-1127				shifted to RC-3

		TC_WebUI_011.1		WebUI_011.1		When drop down menu open it MUST show list of all items with current item higlighted. Items of drop down menu MUST NOT change its possition.		PASS				RO

		TC_WebUI_011.2		WebUI_011.2		If time to get pameters for WebUI takes longer then 1 seconds, WebUI MUST be disabled AND correspondent message and waiting sign MUST be shown.		PASS				RO

		TC_WebUI_011.3		WebUI_011.3		Drop down menu items MUST be available in all languages supported by WebUI.		FAIL				RO		Should be delivered in 00.04.02

		TC_WebUI_014		WebUI_014		The appropriate informative message MUST appear when the User click on <i> icon. This info message MUST describe settings for the User or help to make the decision. Message MUST be removed after user click on <i> icon or space out of informative message box.		PASS				RO		Info-popup is being displayed. So far it is impossible to verify text appropriatness, since there is no document with text mapping.

		TC_WebUI_015		WebUI_015		If possible, such info message SHOULD NOT overlap other fields and controls.		FAIL		https://jira-swisscom.cogniance.com/browse/SA-947		RO		Fail since ticket is still open

		TC_WebUI_015.1		WebUI_015.1		Every create password field in WebUI MUST verify password compliance while the User typing it and MUST show verification icon in the end of the field if password is compliant.		N/A				RO		RC3. on-a-fly verification with conditions. Please refer to IgorK for details.

		TC_WebUI_015.2		WebUI_015.2		If field should verify its content it MUST be done when focus changed to another field or "Apply" (confirmation) button is clicked.		FAIL		https://jira-swisscom.cogniance.com/browse/SA-948		RO		ticket reopened

		TC_WebUI_015.7		WebUI_015.7		When user moves mouse cursor over the edge of time slot in schedule it MUST change it's shape to double sided arrow.		PASS				RO

		TC_WebUI_015.8		WebUI_015.8		When user starting to change time slot in schedule, bubble with time MUST appear above edge of time slot and cursor MUST keep double sided arrow shape. 
Bubble with corespondent time  and double sided arrow shape cursor MUST be shown till user will release the cursor.		PASS				RO

		TC_WebUI_015.9		WebUI_015.9		When user moves one edge of time slot over another edge of the same time slot and release it, time slot MUST be deleted.		PASS				RO

		TC_WebUI_015.10		WebUI_015.10		When user moves edge of time slot it MUST snap to scheduler grid.		PASS				RO		Although there 1px shift on the right side

		TC_WebUI_015.11		WebUI_015.11		When user click on scheduler new minimal time slot MUST appear.
As long as user will not release cursor, time slot MUST be expanded according to cursor movement.		FAIL		https://jira-swisscom.cogniance.com/browse/SA-1087		RO

		TC_WebUI_021.1		WebUI_021.1		WebUI web pages where the User has to create password MUST warn User with message about password requirement, if it's not comlient.		PASS				RO

		TC_WebUI_041.1		WebUI_041.1		When the user enters WebUI for the first time after Gateway Internet connection was switched to Internet Emergency Stick Internet connection popup window MUST be shown till the user will close this winndow or DSL/fibre connection is back.		N/A

		TC_WebUI_041.2		WebUI_041.2		If Gateway connected to Internet through Internet Emerency Stick small Internet Emergency Stick icon MUST be show near Internet connection icon.		N/A

		TC_WebUI_044		WebUI_044		If IPv6 is enabled then only global IPv6 address MUST be shown below the IPv4 address.		FAIL		https://jira-swisscom.cogniance.com/browse/SA-954		RO		Ticket is still opened.

		TC_WebUI_044.1		WebUI_044.1		If IPv6 is shown it's MUST be shown in shortest possible form:
- one or more leading zeroes from any groups of hexadecimal digits MUST be removed;
-  consecutive sections of zeroes MUST be replaced with a double colon (::).		N/A		https://jira-swisscom.cogniance.com/browse/SA-954		RO		blocked by previous TC.

		TC_WebUI_061		WebUI_061		Open button for "SD card" and "USB disc" MUST open the SMB/AFP client window on the user's PC and connect to the NAS via supported protocol.		FAIL		Ticket in Jira		RO

		TC_WebUI_062		WebUI_062		Secure Remove button MUST start the secure removing process of the attached USB storage device from the gateway		FAIL		https://jira-swisscom.cogniance.com/browse/SA-957		RO		Ticket is still open.

		TC_WebUI_078		WebUI_078		Save Current Configuration button MUST create configuration file "sg_config.ini" (see TRM MBAR_1.0.) and open standard OS "Save File" dialog to save to current user Desktop folder.		FAIL		https://jira-swisscom.cogniance.com/browse/SA-959		RO

		TC_WebUI_079		WebUI_079		Restore Configuration button MUST start  process of restoring settings, by opening standard OS "Open File" dialog with current User Desktop folder.		FAIL		https://jira-swisscom.cogniance.com/browse/SA-960		RO

		TC_WebUI_080		WebUI_080		During the restore configuration process Web UI MUST be disabled and appropriate status message MUST be shown to the user.		N/A		https://jira-swisscom.cogniance.com/browse/SA-961		RO		Blocked by prev tickets

		TC_WebUI_080.1		WebUI_080.1		After restoration of configuration process finished the Gateway MUST start reboot process.		N/A		https://jira-swisscom.cogniance.com/browse/SA-962		RO		Blocked by prev tickets

		TC_WebUI_082		WebUI_082		If the User presses "Factory Reset" button, the appropriate alert MUST be shown to the User.		FAIL		https://jira-swisscom.cogniance.com/browse/SA-963		RO		Ticket reopened.

		TC_WebUI_083		WebUI_083		During the factory reset process Web UI MUST be disabled and the appropriate status message MUST be shown to the user.		FAIL		https://jira-swisscom.cogniance.com/browse/SA-1043		RO

		TC_WebUI_087		WebUI_087		Upgrade From a File button MUST be disabled by default. It MUST become enabled after the appropriate file is selected.		N/A		https://jira-swisscom.cogniance.com/browse/SA-965		RO		Blocked by https://jira-swisscom.cogniance.com/browse/SA-814

		TC_WebUI_088		WebUI_088		During the upgrade process Web UI MUST be disabled and the appropriate status message MUST be shown to the user.		N/A		https://jira-swisscom.cogniance.com/browse/SA-966		RO		Blocked.

		TC_WebUI_089		WebUI_089		During the upload and upgrade process the appropriate status message MUST be shown to the user.		N/A		https://jira-swisscom.cogniance.com/browse/SA-967		RO		Blocked by SAH

		TC_WebUI_112		WebUI_112		A warning MUST be shown to the user in accordance with WL_1.231.		N/A						not presented by S@H

		TC_WebUI_168		WebUI_168		If an Automatic Portforwarding by UpnP IGD is established from a device by itself, the rule MUST also be shown automatically as enabled in the Port Forwarding table in Web UI .		FAIL		https://jira-swisscom.cogniance.com/browse/SA-968		RO		Ticket is still open

		TC_WebUI_172		WebUI_172		Needed by Device drop down list MUST contain the list of currently connected and recently connected devices.		PASS				RO

		TC_WebUI_204		WebUI_204		If IPv6 is enabled then all possible IPv6 addresses MUST be shown per device, strating from global to local.		FAIL		https://jira-swisscom.cogniance.com/browse/SA-969		RO		Ticket is still open

		TC_WebUI_209		WebUI_209		If IPv6 for this customer is not enabled, IPv6 Addresses for the device MUST NOT be shown, just IPv4 addresses MUST be shown.		FAIL		https://jira-swisscom.cogniance.com/browse/SA-970		RO		Ticket is still open

		TC_WebUI_211		WebUI_211		If IPv6 is enabled, IPv4 address and only 1 global IPv6 address MUST be shown for the device when the User presses "Details".		FAIL		https://jira-swisscom.cogniance.com/browse/SA-970		RO		Ticket is still open

		TC_WebUI_213		WebUI_213		If there is no backup stick connected to the gateway, the appropriate message MUST be shown to the User Internet Backup Stick subsection.		N/A				RO		RC3

		TC_WebUI_214		WebUI_214		If there is backup stick connected to the gateway, the following information MUST be shown to the User:
 - Stick type (3G-Stick or LTE Stick);
 - Stick vendor (Huawei) + type (E303, E398)
 - Signal strength.		N/A				RO		RC3

		TC_WebUI_217		WebUI_217		The technology wich currently is connetced to SHOULD be shown. It COULD be one from the supported:
 - EDGE
 - UMTS
 - HSPA
 - LTE		N/A				RO		RC3

		TC_WebUI_220		WebUI_220		The User MUST be able to select the firewall level in accordance with IPv6_FW_1.0,  IPv6_FW_1.3.		FAIL				RO		DS: to be retested in 0.4.3

		TC_WebUI_224		WebUI_224		Additional Firewall Rules table MUST contain automatically predefined rules of selected policy and rules that the User has added. Predefined rules MUST be on top of the table.		N/A						RC3

		TC_WebUI_225		WebUI_225		Rules in the table MUST be ordered by Port field values in ascending order.		N/A						RC3

		TC_WebUI_226		WebUI_226		By default predefined rules MUST be activated. The User MUST be able to deactivate any by check box.		N/A						RC3

		TC_WebUI_227		WebUI_227		The User MUST NOT be able to delete or change the predefined rules - no actions MUST be available for that kind of rules in appropriate column.		N/A						RC3

		TC_WebUI_232.1		WebUI_232.1		If SD card or USB storage device fully added to Stargate sync list, new folder/file created at Cloud Service side for correspondent SD card or USB storage device MUST be automatically added (automatically checked) to Stargate sync list.		N/A				RO		Blocked by https://jira-swisscom.cogniance.com/browse/SA-1106

		TC_WebUI_232.2		WebUI_232.2		If SD card or USB storage device not added or partially added to Stargate sync list, new folder/file created at Cloud Service side for correspondent SD card or USB storage device MUST NOT be added (checked) to Stargate sync list, but MUST be shown as virtual folder/file in Central Storage -> Cloud Sync section.		N/A				RO		Blocked by https://jira-swisscom.cogniance.com/browse/SA-1106

		TC_WebUI_501		WL_6.0		The GUI must limit the allowed characters for the SSID to:
0..9
A..Z
a..z
-  (dash)
(space)

At least 3 characters MUST be used
At most 32 character MUST be used		FAIL		https://jira-swisscom.cogniance.com/browse/SA-1108		RO

		TC_WebUI_502		WL_6.1		The GUI must limit the allowed characters for the WiFi Key to
0..9
A..Z
a..z
-  (dash)
_ (underscore)
 (space)

At least 8 characters MUST be used
At most 64 character MUST be used		FAIL		https://jira-swisscom.cogniance.com/browse/SA-1110		RO

		TC_WebUI_503		WUI_1.6		The WebUI of the device MUST be accessible by the following two hostnames and via IP address:
http://internetbox
http://internet-box
http://“IP-address“		FAIL		https://jira-swisscom.cogniance.com/browse/SA-1111		RO

		TC_WebUI_015.13		WebUI_015.13		Central Storage Scheduler default access allowed time MUST be 6:00 am to 11:00 pm.		PASS				RO

		TC_WebUI_015.14		WebUI_015.14		Parental Control Scheduler default acces allowed time MUST be 6:00 am to 11:00 pm.		FAIL		https://jira-swisscom.cogniance.com/browse/SA-1112		RO

		TC_WebUI_034.1		WebUI_034.1		Recently connected device icon MUST NOT be shown.		N/A						RC3

		TC_WebUI_096.2		WebUI_096.2		If there is no WAN line (DSL or Optic) connected to Internet-Box then in Router -> Overview: Measurements MUST not show any parameters, but text "Not available".		N/A						RC3

		TC_WebUI_118.2		WebUI_118.2		Appropriate warning message MUST be shown to the User if "WiFi Name (SSID)" field is empty or does not comply with WL_6.0.		FAIL		https://jira-swisscom.cogniance.com/browse/SA-1102		RO

		TC_WebUI_213.1		WebUI_213.1		If never a backup stick has been connected to the gateway, the "Internet Backup Stick" page MUST NOT be shown in the Web UI Network section.		N/A						RC3

		TC_WebUI_213.2		WebUI_213.2		If the user once connected an Internet Backup stick, the page in the Network section of the Web UI will become visible, also if currently no stick is connected.		N/A						RC3

		TC_WebUI_260.2		WebUI_260.2		Green check mark on Overview page for Phone & DECT section MUST be shown only if DECT base is On or VOIP service is activated.		N/A						RC3

		TC_WebUI_504		LN_6.1		The default IP address for the Router MUST be 192.168.1.1 but can be changed by the user to any other address of a private address range EXCEPT:

1. IP address within the DHCP Server range
2. No 0 or 255 in the last digit of the Ipv4 address because they are reserved (f.e. 192.168.[0-9].0 or 192.168.[0-9].255)

In case a user enters an invalid IP address a the default gateway, the user must see a valid error message		PASS				RO

		TC_WebUI_505		SG_SEC_1.9		Configuration & Management
The device must enforce Swisscom's usernames/passwords policy for usernames/passwords with local significance (e.g. user and admin level passwords on the device itself).

The username must be constructed as follows: 
- no fewer than 3 characters, no more than 32 characters 
- no umlauts (ä, ö, ü), accents (é, à, ...) or spaces 
- only lower-case letters, digits, full stops, hyphens and low lines

The password must differ from the user name.  

The password must be constructed as follows: 
- no fewer than 8 characters, no more than 16 characters 
- no umlauts (ä, ö, ü), accents (é, à, ...) or spaces 
- at least 1 digit (0-9), full stop(.), hyphen(-) or low line (_) 
- Program distinguishes between upper-case and lower-case letters, i.e. "abcd-xyz" is a different password than "Abcd-xyZ".

Note: User SIP- and Web-Access passwords are changed / checked on the network server side.		PASS				RO

		TC_WebUI_506		LN_3.5		It MUST be possible to disable the DHCP server in the WebUI.		PASS				RO

		TC_WebUI_507		LN_3.6		The default subnet mask must be 255.255.255.0		PASS				RO

		TC_WebUI_508		LN_7.0		The gateway MUST provide a LAN device table which is accessible in the WebUI.		PASS				RO

		TC_WebUI_509		LN_7.1		The LAN device table MUST contain every LAN device connected to the gateway (Ethernet and WiFi).		PASS				RO

		TC_WebUI_510		LN_7.2		The LAN device table MUST contain every not connected LAN device with an active port forwarding.

Limitation:
Devices with a fixed IP address configured on device side are excluded, means are only shown without IP address and without portforwardings in the LAN device table. 
But the portforwardings will be shown in the portforward section.		N/A				RO		0.4.3

		TC_WebUI_511		LN_7.3		The LAN device table MUST contain every not connected LAN device with a parental control setting.		N/A				RO		0.4.3

		TC_WebUI_512		LN_7.4		The LAN device table MUST contain at max the latest 10, not connected LAN devices (in addition to the not connected LAN devices with port forwarding and parental control settings). 
Last connection time of these LAN devices MUST be less than 30 days.		N/A				RO		0.4.3













































TR-069

		ID		Related Requirement ID		Validation		Approach		Priority		Pre conditions		Steps		Expected Result		Environment		PASS/FAIL		Defect ID		Tester		Comments

		TC_TR069_001		NA		Verify Inform message is sent to the ACS on boot		Positive		Major		Configure CPE to use test ACS URL		1. Turn off the CPE.
2. Start ACS test server with single Inform handling policy.
3. Turn on the CPE.		ACS server accepted Inform with BOOT event.				PASS

		TC_TR069_002		NA		Verify Inform message is sent to the ACS during connection request		Positive		Major		Configure CPE to use test ACS URL		1. Start ACS test server with single Inform handling policy and make it initiate connection with the CPE.		Policy successfully handled: ACS server accepted Inform with CONNECTION REQUEST				PASS

		TC_TR069_003		NA		Verify CPE retries failed Inform sending		Positive		Major		Configure CPE to use test ACS URL.		1. Turn off the test ACS.
2. Turn on the CPE.
3. Wait for 30 sec.
4. Turn on the ACS with single Inform policy.		Inform arrived with retry count greater than 0.				PASS

		TC_TR069_004		NA		Verify CPE starts a session immediately on a new session request		Positive		Major		Configure CPE to use test ACS URL		1. Turn off the test ACS.
2. Turn on the CPE.
3. Wait for 30 sec.
4. Turn on the ACS with single Inform policy and make it initiate connection to the CPE.		Inform arrived within 5sec with CONNECTION REQUEST event.				PASS

		TC_TR069_005		NA		Verify FW upgrade		Positive		Major		Configure CPE to use test ACS URL		1. Launch the test ACS server with the FW install policy and the newest FW available.
2. Turn on CPE.
3. Check on ACS that the policy finished successfully.		Check the CPE version in CLI - it's the one from ACS.				PASS

		TC_TR069_006		NA		Verify FW downgrade		Positive		Major		Configure CPE to use test ACS URL		1. Launch the test ACS server with the FW install policy and the FW older thatn on test CPE.
2. Turn on CPE.
3. Check on ACS that the policy finished successfully.		Check the CPE version in CLI - it's the one from ACS.				PASS



























































































































































































































Power Management

		ID		Related Requirement ID		Validation		Approach		Priority		Pre conditions		Steps		Expected Result		Environment		PASS/FAIL		Defect ID		Tester		Comments

		TC_PM_001		NA		Verify Wake on Interrupt for multicast packets		Positive		Major		Ensure no Power saving mode is preset		1. Reboot AP.
2. Measure power consumption(normal state).
3. Run the comand 'dhrystone 100000000' in AP CLI.
4. Measure power consumption(max CPU load).
5. Run dbus-send --system /com/swisscom/pm com.swisscom.pmstate.PmStateSignal uint32:0 uint32:4 uint32:1 uint32:1 string:192.168.1.102 objpath:/com/swisscom/pm
ER: AP goes to Wake on Interrupt mode.
6. Measure power consumption(WoI mode).
7. Try to "wake up" AP by other method than multicast.
ER: AP doesn't wake up.
8. Simulate wake LAN by sending a multicast packet containing the AP IP(using SSDP)
ER: AP wakes up.
9. Check AP services recovery time.
ER: compliant to TRS.
10. Measure power consumption.		Compare all measurement results and check if  the metrics are suitable for Swisscom.				N/A

		TC_PM_002		NA		Verify Deep Sleep for multicast packets		Positive		Major		Ensure no Power saving mode is preset		1. Reboot AP.
2. Measure power consumption(normal state).
3. Run the comand 'dhrystone 100000000' in AP CLI.
4. Measure power consumption(max CPU load).
5. Run dbus-send --system /com/swisscom/pm com.swisscom.pmstate.PmStateSignal uint32:1 uint32:4 uint32:1 uint32:1 string:192.168.1.102 objpath:/com/swisscom/pm
ER: AP goes to Deep Sleep mode.
6. Measure power consumption(Deep Sleep mode).
7. Try to "wake up" AP by other method than multicast.
ER: AP doesn't wake up.
8. Simulate wake LAN by sending a multicast packet containing the AP IP(using SSDP)
ER: AP wakes up.
9. Check AP services recovery time.
ER: compliant to TRS.
10. Measure power consumption.		Compare all measurement results and check if  the metrics are suitable for Swisscom.				N/A

		TC_PM_003		NA		Verify Wake on Interrupt for magic packet		Positive		Major		Ensure no Power saving mode is preset		1. Reboot AP.
2. Measure power consumption(normal state).
3. Run the comand 'dhrystone 100000000' in AP CLI.
4. Measure power consumption(max CPU load).
5.Run dbus-send --system /com/swisscom/pm com.swisscom.pmstate.PmStateSignal uint32:0 uint32:1 uint32:1 uint32:1 string:192.168.1.102 objpath:/com/swisscom/pm
ER: AP goes to Wake on Interrupt mode.
6. Measure power consumption(WoI mode).
7. Try to "wake up" AP by other method than magic packet.
ER: AP doesn't wake up.
8. Simulate wake on LAN by sending a unicast magic packet containing the AP MAC address
ER: AP wakes up.
9. Check AP services recovery time.
ER: compliant to TRS.
10. Measure power consumption.		Compare all measurement results and check if  the metrics are suitable for Swisscom.				N/A

		TC_PM_004		NA		Verify Deep Sleep for magic packet		Positive		Major		Ensure no Power saving mode is preset		1. Reboot AP.
2. Measure power consumption(normal state).
3. Run the comand 'dhrystone 100000000' in AP CLI.
4. Measure power consumption(max CPU load).
5. Run dbus-send --system /com/swisscom/pm com.swisscom.pmstate.PmStateSignal uint32:1 uint32:1 uint32:1 uint32:1 string:192.168.1.102 objpath:/com/swisscom/pm
ER: AP goes to Deep Sleep mode.
6. Measure power consumption(Deep Sleep mode).
7. Try to "wake up" AP by other method than magic packet.
ER: AP doesn't wake up.
8. Simulate wake on LAN by sending a unicast magic packet containing the AP MAC address
ER: AP wakes up.
9. Check AP services recovery time.
ER: compliant to TRS.
10. Measure power consumption.		Compare all measurement results and check if  the metrics are suitable for Swisscom.				N/A

		TC_PM_005		NA		Verify Wake on Interrupt for ARP packet		Positive		Major		Ensure no Power saving mode is preset		1. Reboot AP.
2. Measure power consumption(normal state).
3. Run the comand 'dhrystone 100000000' in AP CLI.
4. Measure power consumption(max CPU load).
5.Run dbus-send --system /com/swisscom/pm com.swisscom.pmstate.PmStateSignal uint32:0 uint32:2 uint32:1 uint32:1 string:'192.168.1.9' objpath:/com/swisscom/pm
ER: AP goes to Wake on Interrupt mode.
6. Measure power consumption(WoI mode).
7. Try to "wake up" AP by other method than ARP packet.
ER: AP doesn't wake up.
8. Simulate wake on LAN by sending an ARP packet containing the IP set in the dbus command.
ER: AP wakes up.
9. Check AP services recovery time.
ER: compliant to TRS.
10. Measure power consumption.		Compare all measurement results and check if  the metrics are suitable for Swisscom.				N/A

		TC_PM_006		NA		Verify Deep Sleep forARP packet		Positive		Major		Ensure no Power saving mode is preset		1. Reboot AP.
2. Measure power consumption(normal state).
3. Run the comand 'dhrystone 100000000' in AP CLI.
4. Measure power consumption(max CPU load).
5. Run dbus-send --system /com/swisscom/pm com.swisscom.pmstate.PmStateSignal uint32:1 uint32:2 uint32:1 uint32:1 string:"192.168.1.9" objpath:/com/swisscom/pm
ER: AP goes to Deep Sleep mode.
6. Measure power consumption(Deep Sleep mode).
7. Try to "wake up" AP by other method than ARP packet.
ER: AP doesn't wake up.
8. Simulate wake on LAN by sending an ARP packet containing the IP set in the dbus command.
ER: AP wakes up.
9. Check AP services recovery time.
ER: compliant to TRS.
10. Measure power consumption.		Compare all measurement results and check if  the metrics are suitable for Swisscom.				N/A

		TC_PM_007		NA		Verify Wake on Interrupt for link change		Positive		Major		Ensure no Power saving mode is preset		1. Reboot AP.
2. Measure power consumption(normal state).
3. Run the comand 'dhrystone 100000000' in AP CLI.
4. Measure power consumption(max CPU load).
5.Run dbus-send --system /com/swisscom/pm com.swisscom.pmstate.PmStateSignal uint32:0 uint32:3 uint32:1 uint32:1 string:192.168.1.102 objpath:/com/swisscom/pm
ER: AP goes to Wake on Interrupt mode.
6. Measure power consumption(WoI mode).
7. Try to "wake up" AP by other method than link change.
ER: AP doesn't wake up.
8. Simulate wake on LAN by reconnecting the Internet cable
ER: AP wakes up.
9. Check AP services recovery time.
ER: compliant to TRS.
10. Measure power consumption.		Compare all measurement results and check if  the metrics are suitable for Swisscom.				N/A

		TC_PM_008		NA		Verify Deep Sleep for link change		Positive		Major		Ensure no Power saving mode is preset		1. Reboot AP.
2. Measure power consumption(normal state).
3. Run the comand 'dhrystone 100000000' in AP CLI.
4. Measure power consumption(max CPU load).
5. Run dbus-send --system /com/swisscom/pm com.swisscom.pmstate.PmStateSignal uint32:1 uint32:3 uint32:1 uint32:1 string:192.168.1.102 objpath:/com/swisscom/pm
ER: AP goes to Deep Sleep mode.
6. Measure power consumption(Deep Sleep mode).
7. Try to "wake up" AP by other method than link change.
ER: AP doesn't wake up.
8. Simulate wake on LAN by reconnecting the Internet cable
ER: AP wakes up.
9. Check AP services recovery time.
ER: compliant to TRS.
10. Measure power consumption.		Compare all measurement results and check if  the metrics are suitable for Swisscom.				N/A

		TC_PM_009		NA		Verify Wake on Interrupt for plugging a USB device		Positive		Major		Ensure no Power saving mode is preset		1. Reboot AP.
2. Measure power consumption(normal state).
3. Run the comand 'dhrystone 100000000' in AP CLI.
4. Measure power consumption(max CPU load).
5.Run dbus-send --system /com/swisscom/pm com.swisscom.pmstate.PmStateSignal uint32:0 uint32:5 uint32:1 uint32:1 string:192.168.1.102 objpath:/com/swisscom/pm
ER: AP goes to Wake on Interrupt mode.
6. Measure power consumption(WoI mode).
7. Try to "wake up" AP by other method than USB.
ER: AP doesn't wake up.
8. Simulate wake on USB by inserting a USB stick into USB0/USB1
ER: AP wakes up.
9. Check AP services recovery time.
ER: compliant to TRS.
10. Measure power consumption.		Compare all measurement results and check if  the metrics are suitable for Swisscom.				N/A

		TC_PM_010		NA		Verify Deep Sleep for plugging a USB device		Positive		Major		Ensure no Power saving mode is preset		1. Reboot AP.
2. Measure power consumption(normal state).
3. Run the comand 'dhrystone 100000000' in AP CLI.
4. Measure power consumption(max CPU load).
5. Run dbus-send --system /com/swisscom/pm com.swisscom.pmstate.PmStateSignal uint32:1 uint32:5 uint32:1 uint32:1 string:192.168.1.102 objpath:/com/swisscom/pm
ER: AP goes to Deep Sleep mode.
6. Measure power consumption(Deep Sleep mode).
7. Try to "wake up" AP by other method than USB.
ER: AP doesn't wake up.
8. Simulate wake on USB by inserting a USB stick into USB0/USB1
ER: AP wakes up.
9. Check AP services recovery time.
ER: compliant to TRS.
10. Measure power consumption.		Compare all measurement results and check if  the metrics are suitable for Swisscom.				N/A

		TC_PM_011		NA		Verify Wake on Interrupt for timer		Positive		Major		Ensure no Power saving mode is preset		1. Reboot AP.
2. Measure power consumption(normal state).
3. Run the comand 'dhrystone 100000000' in AP CLI.
4. Measure power consumption(max CPU load).
5.Run dbus-send --system /com/swisscom/pm com.swisscom.pmstate.PmStateSignal uint32:0 uint32:8 uint32:20 uint32:1 string:192.168.1.4 objpath:/com/swisscom/pm
ER: AP goes to Wake on Interrupt mode.
6. Measure power consumption(WoI mode).
7. Try to "wake up" AP by other method than timer.
ER: AP doesn't wake up.
8. Check that 20 seconds passed
ER: AP wakes up.
9. Check AP services recovery time.
ER: compliant to TRS.
10. Measure power consumption.		Compare all measurement results and check if  the metrics are suitable for Swisscom.				N/A

		TC_PM_012		NA		Verify Deep Sleep for timer		Positive		Major		Ensure no Power saving mode is preset		1. Reboot AP.
2. Measure power consumption(normal state).
3. Run the comand 'dhrystone 100000000' in AP CLI.
4. Measure power consumption(max CPU load).
5. Run dbus-send --system /com/swisscom/pm com.swisscom.pmstate.PmStateSignal uint32:1 uint32:8 uint32:20 uint32:1 string:192.168.1.4 objpath:/com/swisscom/pm
ER: AP goes to Deep Sleep mode.
6. Measure power consumption(Deep Sleep mode).
7. Try to "wake up" AP by other method than timer.
ER: AP doesn't wake up.
8. Check that 20 seconds passed
ER: AP wakes up.
9. Check AP services recovery time.
ER: compliant to TRS.
10. Measure power consumption.		Compare all measurement results and check if  the metrics are suitable for Swisscom.				N/A



















































































































































































Other Tests

		ID		Related Requirement ID		Validation		Approach		Priority		Pre conditions		Steps		Expected Result		Environment		PASS/FAIL		Defect ID		Tester		Comments

		TC_OTHER_001		LN_6.7		Command line interface (CLI) CLI MUST not be enabled in release builds		Positive		Critical				NA		NA				PASS

		TC_OTHER_002		LN_6.8		Command line interface (CLI)
CLI MUST be enabled in development builds (telnet).		Positive		Critical				NA		NA				PASS

		TC_OTHER_003		NA		TR-069 test WEB UI must be disabled in release builds		Positive		Critical				NA		NA				PASS





































































































































































































Concerns

		#		Concern

		1		Cloud Services and all Schedulers in WEB UI work only if the board is connected to the  Internet(reason – NTP date)

		2		NAS: SMB shares refreshing is not done immediately. E.g. a USB stick gets plugged out of the box but you can still see the relevant folder in Windows Explorer for a while. A planned improvement for RC-3.

		3		Cloud Services: known issues with full sync.

		4		WEB UI: no dialogue for leaving a page without saving.

		5		WEB UI: is not pixel-perfect in IE8.

		6		WEB UI: wrong mechanism for user-session time out.

		7		WEB UI: Telephony – was a low priority, will be finalized for RC-3.

		8		WEB UI:  IPv6 not implemented.

		9		WEB UI: FW upgrade not implemented.

		10		WEB UI: Save/Restore Configuration functionality not implemented.

		11		WEB UI: Customize windows not implemented yet(names,  icons)

		12		NAS: limited support of HFS file system.

		13		NAS: SMB write performance is about 10-15MB/s. To be improved for RC-3.

		14		WEB UI: mobile web browsers limited support.

		15		NAS:  Windows+SMB+FAT32  – write failure for files larger than 1Gb.

		16		NAS: exFAT  file system is not supported.

		17		WEB UI: port forwarding rules can’t be edited.

		18		Power Management to be finalized for RC3

		19		WEB UI: only EN and DE languages supported(IT and FR planned for RC-3).

		20		Factory reset needed for AP to enable TR-069.

		21		Still many things to improve for RC-3(please see Known Issues lists and Important Notes).























































































































































References

		Section		Reference

		Power Management		Command for sleep mode activation:
dbus-send --system /com/swisscom/pm com.swisscom.pmstate.PmStateSignal uint32:'A' uint32:'B' uint32:'C' uint32:'D' string:'test_ip' objpath:/com/swisscom/pm

Where:

"A" - type of sleep mode
Values:
0 - Wake on interrupt
1 - Deep sleep

"B" - number of action that deduces board from sleep mode 
Values:
1 - PM_IDLE_MAGIC_PCKT,
2 - PM_IDLE_ARP,
3 - PM_IDLE_LINK_CHANGE,
4 - PM_IDLE_MC.
5 - USB 0 port
6 - USB 1 port
7 - GPIO
8 - on timer

"C" - activation/deactivation action
Values:
0 - not active
1 - active

"D" - activate sleep mode actual after coman executing
Values:
0 - no
1 - yes

test_ip - the IP address in an ARP packet that will wake up the board

				#N/A:noData

				0

				0

				Failed

				#VALUE!:blankIndicator:






